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# Introduction

The SpellCheck Web Service Protocol enables a protocol client to verify the spelling of text content.

Sections 1.5, 1.8, 1.9, 2, and 3 of this specification are normative. All other sections and examples in this specification are informative.

## Glossary

This document uses the following terms:

**chunk**: A sequence of words that are treated as a single unit by a module that checks spelling.

**Hypertext Transfer Protocol (HTTP)**: An application-level protocol for distributed, collaborative, hypermedia information systems (text, graphic images, sound, video, and other multimedia files) on the World Wide Web.

**Hypertext Transfer Protocol Secure (HTTPS)**: An extension of HTTP that securely encrypts and decrypts web page requests. In some older protocols, "Hypertext Transfer Protocol over Secure Sockets Layer" is still used (Secure Sockets Layer has been deprecated). For more information, see [[SSL3]](https://go.microsoft.com/fwlink/?LinkId=90534) and [[RFC5246]](https://go.microsoft.com/fwlink/?LinkId=129803).

**language code identifier (LCID)**: A 32-bit number that identifies the user interface human language dialect or variation that is supported by an application or a client computer.

**language-detection module**: A module that determines the language code identifier (LCID) of text.

**site**: A group of related pages and data within a SharePoint site collection. The structure and content of a site is based on a site definition. Also referred to as SharePoint site and web site.

**SOAP**: A lightweight protocol for exchanging structured information in a decentralized, distributed environment. [**SOAP**](#gt_c1c313af-2310-4380-a6ea-c2cedc115958) uses XML technologies to define an extensible messaging framework, which provides a message construct that can be exchanged over a variety of underlying protocols. The framework has been designed to be independent of any particular programming model and other implementation-specific semantics. SOAP 1.2 supersedes SOAP 1.1. See [[SOAP1.2-1/2003]](https://go.microsoft.com/fwlink/?LinkId=90521).

**SOAP action**: The HTTP request header field used to indicate the intent of the [**SOAP**](#gt_c1c313af-2310-4380-a6ea-c2cedc115958) request, using a URI value. See [[SOAP1.1]](https://go.microsoft.com/fwlink/?LinkId=90520) section 6.1.1 for more information.

**SOAP body**: A container for the payload data being delivered by a SOAP message to its recipient. See [[SOAP1.2-1/2007]](https://go.microsoft.com/fwlink/?LinkId=94664) section 5.3 for more information.

**SOAP fault**: A container for error and status information within a SOAP message. See [SOAP1.2-1/2007] section 5.4 for more information.

**spell-check module**: A module that identifies the individual words within a sequence of words, determines whether each word is spelled correctly, and provides a list of alternative spellings for each misspelled word.

**Uniform Resource Locator (URL)**: A string of characters in a standardized format that identifies a document or resource on the World Wide Web. The format is as specified in [[RFC1738]](https://go.microsoft.com/fwlink/?LinkId=90287).

**Web Services Description Language (WSDL)**: An XML format for describing network services as a set of endpoints that operate on messages that contain either document-oriented or procedure-oriented information. The operations and messages are described abstractly and are bound to a concrete network protocol and message format in order to define an endpoint. Related concrete endpoints are combined into abstract endpoints, which describe a network service. WSDL is extensible, which allows the description of endpoints and their messages regardless of the message formats or network protocols that are used.

**website**: A group of related pages and data within a SharePoint site collection. The structure and content of a site is based on a site definition. Also referred to as SharePoint site and site.

**WSDL message**: An abstract, typed definition of the data that is communicated during a [**WSDL operation**](#gt_3f81265d-5456-4bfe-b795-ac5bf522b299) [[WSDL]](https://go.microsoft.com/fwlink/?LinkId=90577). Also, an element that describes the data being exchanged between web service providers and clients.

**WSDL operation**: A single action or function of a web service. The execution of a WSDL operation typically requires the exchange of messages between the service requestor and the service provider.

**XML namespace**: A collection of names that is used to identify elements, types, and attributes in XML documents identified in a URI reference [[RFC3986]](https://go.microsoft.com/fwlink/?LinkId=90453). A combination of XML namespace and local name allows XML documents to use elements, types, and attributes that have the same names but come from different sources. For more information, see [[XMLNS-2ED]](https://go.microsoft.com/fwlink/?LinkId=90602).

**XML namespace prefix**: An abbreviated form of an [**XML namespace**](#gt_485f05b3-df3b-45ac-b8bf-d05f5d185a24), as described in [[XML]](https://go.microsoft.com/fwlink/?LinkId=90598).

**XML schema**: A description of a type of XML document that is typically expressed in terms of constraints on the structure and content of documents of that type, in addition to the basic syntax constraints that are imposed by XML itself. An XML schema provides a view of a document type at a relatively high level of abstraction.

**MAY, SHOULD, MUST, SHOULD NOT, MUST NOT:** These terms (in all caps) are used as defined in [[RFC2119]](https://go.microsoft.com/fwlink/?LinkId=90317). All statements of optional behavior use either MAY, SHOULD, or SHOULD NOT.

## References

Links to a document in the Microsoft Open Specifications library point to the correct section in the most recently published version of the referenced document. However, because individual documents in the library are not updated at the same time, the section numbers in the documents may not match. You can confirm the correct section numbering by checking the [Errata](https://go.microsoft.com/fwlink/?linkid=850906).

### Normative References

We conduct frequent surveys of the normative references to assure their continued availability. If you have any issue with finding a normative reference, please contact dochelp@microsoft.com. We will assist you in finding the relevant information.

[MS-LCID] Microsoft Corporation, "[Windows Language Code Identifier (LCID) Reference](%5BMS-LCID%5D.pdf#Section_70feba9f294e491eb6eb56532684c37f)".

[RFC2119] Bradner, S., "Key words for use in RFCs to Indicate Requirement Levels", BCP 14, RFC 2119, March 1997, [http://www.rfc-editor.org/rfc/rfc2119.txt](https://go.microsoft.com/fwlink/?LinkId=90317)

[RFC2616] Fielding, R., Gettys, J., Mogul, J., et al., "Hypertext Transfer Protocol -- HTTP/1.1", RFC 2616, June 1999, [http://www.rfc-editor.org/rfc/rfc2616.txt](https://go.microsoft.com/fwlink/?LinkId=90372)

[SOAP1.1] Box, D., Ehnebuske, D., Kakivaya, G., et al., "Simple Object Access Protocol (SOAP) 1.1", W3C Note, May 2000, [http://www.w3.org/TR/2000/NOTE-SOAP-20000508/](https://go.microsoft.com/fwlink/?LinkId=90520)

[SOAP1.2-1/2007] Gudgin, M., Hadley, M., Mendelsohn, N., et al., "SOAP Version 1.2 Part 1: Messaging Framework (Second Edition)", W3C Recommendation, April 2007, [http://www.w3.org/TR/2007/REC-soap12-part1-20070427/](https://go.microsoft.com/fwlink/?LinkId=94664)

[SOAP1.2-2/2007] Gudgin, M., Hadley, M., Mendelsohn, N., et al., "SOAP Version 1.2 Part 2: Adjuncts (Second Edition)", W3C Recommendation, April 2007, [http://www.w3.org/TR/2007/REC-soap12-part2-20070427](https://go.microsoft.com/fwlink/?LinkId=119124)

[WSDL] Christensen, E., Curbera, F., Meredith, G., and Weerawarana, S., "Web Services Description Language (WSDL) 1.1", W3C Note, March 2001, [http://www.w3.org/TR/2001/NOTE-wsdl-20010315](https://go.microsoft.com/fwlink/?LinkId=90577)

[XMLNS] Bray, T., Hollander, D., Layman, A., et al., Eds., "Namespaces in XML 1.0 (Third Edition)", W3C Recommendation, December 2009, [http://www.w3.org/TR/2009/REC-xml-names-20091208/](https://go.microsoft.com/fwlink/?LinkId=191840)

[XMLSCHEMA1/2] Thompson, H., Beech, D., Maloney, M., and Mendelsohn, N., Eds., "XML Schema Part 1: Structures Second Edition", W3C Recommendation, October 2004, [http://www.w3.org/TR/2004/REC-xmlschema-1-20041028/](https://go.microsoft.com/fwlink/?LinkId=90607)

[XMLSCHEMA1] Thompson, H., Beech, D., Maloney, M., and Mendelsohn, N., Eds., "XML Schema Part 1: Structures", W3C Recommendation, May 2001, [http://www.w3.org/TR/2001/REC-xmlschema-1-20010502/](https://go.microsoft.com/fwlink/?LinkId=90608)

[XMLSCHEMA2/2] Biron, P., and Malhotra, A., Eds., "XML Schema Part 2: Datatypes Second Edition", W3C Recommendation, October 2004, [http://www.w3.org/TR/2004/REC-xmlschema-2-20041028/](https://go.microsoft.com/fwlink/?LinkId=90609)

[XMLSCHEMA2] Biron, P.V., Ed. and Malhotra, A., Ed., "XML Schema Part 2: Datatypes", W3C Recommendation, May 2001, [http://www.w3.org/TR/2001/REC-xmlschema-2-20010502/](https://go.microsoft.com/fwlink/?LinkId=90610)

### Informative References

[RFC2818] Rescorla, E., "HTTP Over TLS", RFC 2818, May 2000, [http://www.rfc-editor.org/rfc/rfc2818.txt](https://go.microsoft.com/fwlink/?LinkId=90383)

## Overview

This protocol enables a protocol client to verify the spelling of a set of words. The protocol allows the protocol client to pass a set of [**chunks**](#gt_6c1aef9a-ae5a-4c85-ac7c-84da5eaacbab) to the protocol server and to receive back from the protocol server a set of words identified as containing errors and suggestions for correcting those errors.

A typical scenario for using this protocol is a content editing application that allows users to enter text. Such an application could use this protocol to provide users with a way to check the spelling of the text they have entered.

## Relationship to Other Protocols

This protocol uses the [**SOAP**](#gt_c1c313af-2310-4380-a6ea-c2cedc115958) message protocol for formatting request and response messages, as described in [[SOAP1.1]](https://go.microsoft.com/fwlink/?LinkId=90520), [[SOAP1.2-1/2007]](https://go.microsoft.com/fwlink/?LinkId=94664) and [[SOAP1.2-2/2007]](https://go.microsoft.com/fwlink/?LinkId=119124). It transmits those messages by using [**HTTP**](#gt_d72f1494-4917-4e9e-a9fd-b8f1b2758dcd), as described in [[RFC2616]](https://go.microsoft.com/fwlink/?LinkId=90372), or [**Hypertext Transfer Protocol over Secure Sockets Layer (HTTPS)**](#gt_9239bd88-9747-44a6-83a6-473f53f175a7), as described in [[RFC2818]](https://go.microsoft.com/fwlink/?LinkId=90383).

The following diagram shows the underlying messaging and transport stack used by the protocol:

Figure 1: This protocol in relation to other protocols

## Prerequisites/Preconditions

This protocol operates against a [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) that is identified by a [**URL**](#gt_433a4fb7-ef84-46b0-ab65-905f5e3a80b1), which is known by protocol clients. The protocol server endpoint is formed by appending "/\_vti\_bin/SpellCheck.asmx" to the URL of the site, for example http://www.contoso.com/Repository/\_vti\_bin/SpellCheck.asmx .

This protocol assumes that authentication has been performed by the underlying protocols.

## Applicability Statement

This protocol is intended for submitting less than 5 megabytes of text, divided into no more than 20 chunks, to the protocol server in any one invocation.

## Versioning and Capability Negotiation

This document covers versioning issues in the following areas:

1. **Supported transports:** This protocol uses multiple transports with SOAP as specified in Section 2.1.

## Vendor-Extensible Fields

None.

## Standards Assignments

None.

# Messages

## Transport

Protocol servers MUST support SOAP over HTTP. Protocol servers SHOULD additionally support SOAP over HTTPS for securing communication with protocol clients.

Protocol messages MUST be formatted as specified either in [[SOAP1.1]](https://go.microsoft.com/fwlink/?LinkId=90520) section 4 or in [[SOAP1.2-1/2007]](https://go.microsoft.com/fwlink/?LinkId=94664) section 5. Protocol server faults MUST be returned either using HTTP status codes as specified in [[RFC2616]](https://go.microsoft.com/fwlink/?LinkId=90372) section 10 or using [**SOAP faults**](#gt_ec8728a8-1a75-426f-8767-aa1932c7c19f) as specified either in [SOAP1.1] section 4.4 or in [SOAP1.2-1/2007] section 5.4.

## Common Message Syntax

This section contains common definitions that are used by this protocol. The syntax of the definitions uses [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067), as specified in [[XMLSCHEMA1/2]](https://go.microsoft.com/fwlink/?LinkId=90607) and [[XMLSCHEMA2/2]](https://go.microsoft.com/fwlink/?LinkId=90609), and [**WSDL**](#gt_5a824664-0858-4b09-b852-83baf4584efa), as specified in [[WSDL]](https://go.microsoft.com/fwlink/?LinkId=90577).

### Namespaces

This protocol specifies and references [**XML namespaces**](#gt_485f05b3-df3b-45ac-b8bf-d05f5d185a24) using the mechanisms specified in [[XMLNS]](https://go.microsoft.com/fwlink/?LinkId=191840). Although this document associates an [**XML namespace prefix**](#gt_b9a20be7-31d9-4dcd-9cb9-ba72302857a2) for each XML namespace that is used, the choice of a specific XML namespace prefix is implementation-specific and not significant for interoperability. These namespaces are described in the following table.

| Prefix | Namespace URI | Reference |
| --- | --- | --- |
| soap | http://schemas.xmlsoap.org/wsdl/soap/  | [[SOAP1.1]](https://go.microsoft.com/fwlink/?LinkId=90520) |
| tns | http://schemas.microsoft.com/sharepoint/publishing/spelling/  |  |
| s | http://www.w3.org/2001/XMLSchema  | [[XMLSCHEMA1]](https://go.microsoft.com/fwlink/?LinkId=90608) [[XMLSCHEMA2]](https://go.microsoft.com/fwlink/?LinkId=90610) |
| soap12 | http://schemas.xmlsoap.org/wsdl/soap12/  | [[SOAP1.2-1/2007]](https://go.microsoft.com/fwlink/?LinkId=94664) [[SOAP1.2-2/2007]](https://go.microsoft.com/fwlink/?LinkId=119124)  |
| (none) | http://schemas.microsoft.com/sharepoint/publishing/spelling/ |  |
| wsdl | http://schemas.xmlsoap.org/wsdl/ | [[WSDL]](https://go.microsoft.com/fwlink/?LinkId=90577) |

### Messages

This specification does not define any common [**WSDL**](#gt_5a824664-0858-4b09-b852-83baf4584efa) message definitions.

### Elements

This specification does not define any common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) element definitions.

### Complex Types

This specification does not define any common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) complex type definitions.

### Simple Types

This specification does not define any common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) simple type definitions.

### Attributes

This specification does not define any common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) attribute definitions.

### Groups

This specification does not define any common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) group definitions.

### Attribute Groups

This specification does not define any common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) attribute group definitions.

### Common Data Structures

This specification does not define any common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) data structures.

# Protocol Details

The protocol client side of this protocol is simply a pass-through. That is, no additional timers or other state is required on the client side of this protocol. Calls that are made by the higher-layer protocol or application are passed directly to the transport, and the results returned by the transport are passed directly back to the higher-layer protocol or application.

Except where specified, the protocol client SHOULD interpret HTTP status codes returned by the protocol server as specified in [[RFC2616]](https://go.microsoft.com/fwlink/?LinkId=90372) (Section 10, Status Code Definitions).

This protocol allows protocol servers to notify the protocol client of application-level faults using SOAP faults. Except where specified, these SOAP faults are not significant for interoperability, and the protocol client can interpret them in an implementation-specific manner.

This protocol allows protocol servers to perform implementation-specific authorization checks and notify the protocol client of authorization faults either using HTTP status codes or using SOAP faults as specified previously in this section.

## Server Details

### Abstract Data Model

This section describes a conceptual model of possible data organization that an implementation maintains to participate in this protocol. The described organization is provided to facilitate the explanation of how the protocol behaves. This document does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.

The protocol server MUST maintain a mapping of [**LCIDs**](#gt_c7f99c66-592f-4053-b62a-878c189653b6) to [**spell-check modules**](#gt_ace5f555-4afa-4ffd-8dc0-21df7b9ab93f) such that, for any LCID, at most one spell-check module is found.

### Timers

None.

### Initialization

None.

### Message Processing Events and Sequencing Rules

The following table summarizes the list of WSDL operations as defined by this specification:

| Operation | Description |
| --- | --- |
| **SpellCheck** | Runs a spell-check module on the text data contained in the **SpellCheckSoapIn** message. |

#### SpellCheck

This operation is used to run a spell-check module on the text data contained in the **SpellCheckSoapIn** message.

1. <wsdl:operation name="SpellCheck">
2. <wsdl:input message="tns:SpellCheckSoapIn" />
3. <wsdl:output message="tns:SpellCheckSoapOut" />
4. </wsdl:operation>

The protocol client sends **a SpellCheckSoapIn** request message, and the protocol server MUST respond with a **SpellCheckSoapOut** response message, as follows:

1. If the user is not authenticated, the protocol server MUST send a **SpellCheckSoapOut** response with **errorCode** set to "UserNotAuthenticated" and stop further processing.
2. If the **chunksToSpell** list is empty, the protocol server MUST send a **SpellCheckSoapOut** response with **errorCode** set to "Ok" and **detectedLanguage** set to 0 and stop further processing.
3. If the **declaredLanguage** is set to -1, the protocol server MUST determine an LCID for the text in the chunks. The protocol server MUST set **detectedLanguage** to the determined value for all subsequent logic and in the **SpellCheckSoapOut** response that it will eventually send.
4. If **declaredLanguage** is not set to -1, the protocol server SHOULD[<1>](#Appendix_A_1" \o "Product behavior note 1) set **detectedLanguage** to the value of **declaredLanguage** for all subsequent logic and in the **SpellCheckSoapOut** response that it will eventually send.
5. The protocol server MUST identify the correct spell-check moduleby consulting its mapping of LCIDs to spell-check modules. If the protocol server's mapping of LCIDs to spell-check modules does not contain an entry for the value of **detectedLanguage**, the protocol server MUST send a **SpellCheckSoapOut** response with **errorCode** set to "SpellCheckerNotInstalled" and stop further processing.
6. The protocol server MUST run the identified spell-check module on the chunks from the **SpellCheckSoapIn** message. A successful run of the spell-check module MUST generate a list of 0 or more words identified as either **UnknownWord** or **RepeatWord****[<2>](#Appendix_A_2" \o "Product behavior note 2)**, and a list of suggestions for each word identified as **UnknownWord**. If the spell-check module is successful, the protocol server MUST send a **SpellCheckSoapOut** response containing the results from the spell-check module and with **errorCode** set to Ok. If the spell-check module fails, the protocol server MUST send a **SpellCheckSoapOut** response with **errorCode** set to "UnexpectedError".

##### Messages

The following table summarizes the set of [**WSDL**](#gt_5a824664-0858-4b09-b852-83baf4584efa) message definitions that are specific to this operation.

| Message  | Description |
| --- | --- |
| **SpellCheckSoapIn** | Request for a **SpellCheck** operation. |
| **SpellCheckSoapOut** | Response to a **SpellCheck** operation. |

###### SpellCheckSoapIn

The request [**WSDL message**](#gt_d5ccdf11-3f53-4118-a845-dfaca61838fb) for a **SpellCheck** [**WSDL operation**](#gt_3f81265d-5456-4bfe-b795-ac5bf522b299).

The [**SOAP action**](#gt_c1358651-96c1-4ce0-8e1f-b0b7a94145e3) value is:

1. http://schemas.microsoft.com/sharepoint/publishing/spelling/SpellCheck

The [**SOAP body**](#gt_57cdf8ab-8d79-462d-a446-5d85632a7a04)contains a **SpellCheck** element.

###### SpellCheckSoapOut

The response WSDL message for a **SpellCheck** WSDL operation.

The SOAP action value is:

1. http://schemas.microsoft.com/sharepoint/publishing/spelling/SpellCheck

The SOAP body contains a **SpellCheckResponse** element.

##### Elements

The following table summarizes the [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) element definitions that are specific to this operation.

| Element | Description |
| --- | --- |
| **SpellCheck** | The input data for a **SpellCheck** operation. |
| **SpellCheckResponse** | The result data for a **SpellCheck** operation. |

###### SpellCheck

The input data for a **SpellCheck** WSDL operation.

1. <s:element name="SpellCheck">
2. <s:complexType>
3. <s:sequence>
4. <s:element minOccurs="1" maxOccurs="1" name="chunksToSpell" type="tns:ArrayOfString"/>
5. <s:element minOccurs="1" maxOccurs="1" name="declaredLanguage" type="s:int"/>
6. <s:element minOccurs="1" maxOccurs="1" name="useLad" type="s:boolean"/>
7. </s:sequence>
8. </s:complexType>
9. </s:element>

**chunksToSpell:** The set of chunks that the protocol client requests to have checked.

**declaredLanguage:** The LCID of the chunks. This MUST be set to one of the following:

* A valid LCID as defined in [[MS-LCID]](%5BMS-LCID%5D.pdf#Section_70feba9f294e491eb6eb56532684c37f).
* -1, if the protocol client cannot determine the correct LCID.

If **declaredLanguage** is set to -1, the protocol server SHOULD[<3>](#Appendix_A_3" \o "Product behavior note 3) determine an LCID to retrieve the spell-check module.

**useLad:** The protocol client SHOULD[<4>](#Appendix_A_4" \o "Product behavior note 4) set **useLad** to **false**.

###### SpellCheckResponse

The result data for a **SpellCheck** WSDL operation.

1. <s:element name="SpellCheckResponse">
2. <s:complexType>
3. <s:sequence>
4. <s:element minOccurs="1" maxOccurs="1" name="SpellCheckResult" type="tns:SpellCheckResults"/>
5. </s:sequence>
6. </s:complexType>
7. </s:element>

**SpellCheckResult:** The result data for a **SpellCheck** WSDL operation.

##### Complex Types

The following table summarizes the XML schema complex type definitions that are specific to this operation.

| Complex type | Description |
| --- | --- |
| **SpellCheckResults** | The result data for a **SpellCheck** operation. |
| **ArrayOfSpellingErrors** | A list of errors, where each **SpellingErrors** element represents a chunk and its associated spelling errors. |
| **SpellingErrorsType** | A list of spelling errors found in a specific chunk. |
| **ArrayOfFlaggedWord** | A list of **FlaggedWord** elements, where each **FlaggedWord** element represents a word that has been identified as having a spelling error. |
| **FlaggedWordType** | A word that contains a spelling error. |
| **ArrayOfSuggestions** | A list of **SpellingSuggestions** elements, where each **SpellingSuggestions** element represents a word and a set of suggested corrections for that word. |
| **Suggestions** | A list of suggestions for a specific word. |
| **ArrayOfString** | An array of **strings**. |

###### SpellCheckResults

The result data for a **SpellCheck** WSDL operation.

1. <s:complexType name="SpellCheckResults">
2. <s:sequence>
3. <s:element minOccurs="1" maxOccurs="1" name="errorCode" type="s:string"/>
4. <s:element minOccurs="1" maxOccurs="1" name="detectedLanguage" type="s:int"/>
5. <s:element minOccurs="0" maxOccurs="1" name="spellingErrors" type="tns:ArrayOfSpellingErrors" />
6. <s:element minOccurs="0" maxOccurs="1" name="spellingSuggestions" type="tns:ArrayOfSuggestions" />
7. </s:sequence>
8. </s:complexType>

**errorCode :** The return value, which MUST be one of the following values:

| Value | Meaning |
| --- | --- |
| Ok | The operation finished successfully. |
| SpellCheckerNotInstalled | There is no entry for the LCID of the chunks in the mapping of LCIDs to spell-check modules. |
| UnexpectedError | An unexpected error occurred during the operation. |
| UserNotAuthenticated | The user is not authenticated. |

**detectedLanguage:** The LCID that was used to select a spell-check module.

The **detectedLanguage** MUST be set to one of the following:

* The LCID that was determined by the protocol server.
* The LCID that is specified by the protocol client under the **declaredLanguage** element.
* 0, if the protocol server sends the **SpellCheckSoapOut** response before applying either of the two previous rules.

If **detectedLanguage** is set to 0, it MUST be ignored by the protocol client.

**spellingErrors:** The list of errors found in the chunks. If the **chunksToSpell** is not empty and **errorCode** is set to "Ok", this element MUST be set to a list that contains values, or set to an empty list. Otherwise, the element MUST NOT be present.

**spellingSuggestions:** The list of suggestions for the **UnknownWord** errors found in chunks. If the **chunksToSpell** is not empty and **errorCode** is set to "Ok", this element MUST be set to a list that contains values, or set to an empty list. Otherwise, this element MUST NOT be present.

###### ArrayOfSpellingErrors

A list of errors, where each **SpellingErrors** element represents a chunk and its associated spelling errors.

1. <s:complexType name="ArrayOfSpellingErrors">
2. <s:sequence>
3. <s:element name="SpellingErrors" type="tns:SpellingErrorsType" minOccurs="0" maxOccurs="unbounded"/>
4. </s:sequence>
5. </s:complexType>

**SpellingErrors:** Each **SpellingErrors** element represents one chunk and its associated spelling errors. The value of the **chunkIndex** element within the **SpellingErrors** element MUST be unique across all **SpellingErrors** elements within an **ArrayOfSpellingErrors**.

###### SpellingErrorsType

A list of spelling errors found in a specific chunk.

1. <s:complexType name="SpellingErrorsType">
2. <s:sequence>
3. <s:element minOccurs="1" maxOccurs="1" name="chunkIndex" type="s:int"/>
4. <s:element minOccurs="1" maxOccurs="1" name="flaggedWords" type="tns:ArrayOfFlaggedWord"/>
5. </s:sequence>
6. </s:complexType>

**chunkIndex:** The index of the chunk. It MUST be greater than or equal to 0 and less than the number of chunks in the **chunksToSpell** element.

**flaggedWords:** The list of words from the chunk identified as containing spelling errors. Each word in this list MUST exist in the chunk.

###### ArrayOfFlaggedWord

A list of **FlaggedWord** elements, where each **FlaggedWord** element represents a word that has been identified as having a spelling error.

1. <s:complexType name="ArrayOfFlaggedWord">
2. <s:sequence>
3. <s:element name="FlaggedWord" type="tns:FlaggedWordType" minOccurs="0" maxOccurs="unbounded"/>
4. </s:sequence>
5. </s:complexType>

**FlaggedWord:** A word that contains a spelling error.

###### FlaggedWordType

Represents a word that contains a spelling error.

1. <s:complexType name="FlaggedWordType">
2. <s:sequence>
3. <s:element minOccurs="1" maxOccurs="1" name="word" type="s:string"/>
4. <s:element minOccurs="1" maxOccurs="1" name="type" type="tns:SpellingErrorType"/>
5. <s:element minOccurs="1" maxOccurs="1" name="offset" type="s:int"/>
6. </s:sequence>
7. </s:complexType>

**word:** The word that contains the error.

**type:** The type of error found.

**offset:** The character index into the chunk at which the word appears. This element MUST be set to the character index of the first character of the word within the chunk where 0 is the index of the first character of the chunk. This element MUST be greater than or equal to 0 and less than the number of characters in the chunk.

###### ArrayOfSuggestions

A list of **SpellingSuggestions** elements, where each **SpellingSuggestions** element represents a word and a set of suggested corrections for that word.

1. <s:complexType name="ArrayOfSuggestions">
2. <s:sequence>
3. <s:element name="SpellingSuggestions" type="tns:Suggestions" minOccurs="0" maxOccurs="unbounded"/>
4. </s:sequence>
5. </s:complexType>

**SpellingSuggestions:** An unrecognized word and a set of suggested correct spellings for that word. The value of each **word** element within a **SpellingSuggestions** element MUST be unique across all **SpellingSuggestions** elements in the enclosing **ArrayOfSuggestions**.

###### Suggestions

A list of suggestions for a specific word.

1. <s:complexType name="Suggestions">
2. <s:sequence>
3. <s:element minOccurs="1" maxOccurs="1" name="word" type="s:string"/>
4. <s:element minOccurs="1" maxOccurs="1" name="sug" type="tns:ArrayOfString"/>
5. </s:sequence>
6. </s:complexType>

**word:** The word to which the suggestions apply.

**sug:** The list of suggestions for the word.

###### ArrayOfString

An array of strings.

1. <s:complexType name="ArrayOfString">
2. <s:sequence>
3. <s:element name="string" type="s:string" minOccurs="0" maxOccurs="unbounded"/>
4. </s:sequence>
5. </s:complexType>

**string:** The string that represents one element of the array.

##### Simple Types

The following table summarizes the [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) simple type definitions that are specific to this operation.

| Simple type | Description |
| --- | --- |
| **SpellingErrorType** | An enumeration of spelling error types. |

###### SpellingErrorType

An enumeration of spelling error types.

1. <s:simpleType name="SpellingErrorType">
2. <s:restriction base="s:string">
3. <s:enumeration value="RepeatWord"/>
4. <s:enumeration value="UnknownWord"/>
5. </s:restriction>
6. </s:simpleType>

The following table specifies the allowed values of the **SpellingErrorType** enumeration.

| Value | Meaning |
| --- | --- |
| RepeatWord | Two instances of the word were found juxtaposed within the chunk. If there are more than two instances juxtaposed, then each consecutive two instances are evaluated separately. |
| UnknownWord | The spell-check module identified the word as a misspelled word. |

### Timer Events

None.

### Other Local Events

None.

# Protocol Examples

A protocol client constructs the following WSDL message to detect spelling errors in a chunk of text:

1. <?xml version="1.0" encoding="utf-8"?>
2. <soap:Envelope xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xmlns:xsd="http://www.w3.org/2001/XMLSchema" xmlns:soap="http://schemas.xmlsoap.org/soap/envelope/">
3. <soap:Body>
4. <SpellCheck xmlns="http://schemas.microsoft.com/sharepoint/publishing/spelling/">
5. <chunksToSpell>
6. <string>Internet Explorer Enhanced Security Configuration is
7. an option that is provided in Windows Server 2003 operating systems.
8. You can use it to quickly enhance Internet Explorer security settings
9. for all users.
10. When you enable Internet Explorer Enhanced Security Configuration, it
11. sets Internet Explorer security settings to limit how users browse
12. Internet and intranet Web sites. This reduces the exposure of your
13. server to Web sites that might pose a security risk. For more
14. information, including the complete list of changes that are
15. implemented by Internet Explorer Enhanced Security Configuration, see Internet Explorer Enhanced Security Configuration overview.
16. You might want to check for mispalled errors and duplicate duplicate words.</string>
17. <string>A second mispalled word</string>
18. </chunksToSpell>
19. <declaredLanguage>1033</declaredLanguage>
20. <useLad>false</useLad>
21. </SpellCheck>
22. </soap:Body>
23. </soap:Envelope>

The protocol server would then respond with the following:

1. <?xml version="1.0" encoding="utf-8"?>
2. <soap:Envelope xmlns:soap="http://schemas.xmlsoap.org/soap/envelope/" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xmlns:xsd="http://www.w3.org/2001/XMLSchema">
3. <soap:Body>
4. <SpellCheckResponse xmlns="http://schemas.microsoft.com/sharepoint/publishing/spelling/">
5. <SpellCheckResult>
6. <errorCode>Ok</errorCode>
7. <detectedLanguage>1033</detectedLanguage>
8. <spellingErrors>
9. <SpellingErrors>
10. <chunkIndex>0</chunkIndex>
11. <flaggedWords>
12. <FlaggedWord>
13. <word>mispalled</word>
14. <type>UnknownWord</type>
15. <offset>692</offset>
16. </FlaggedWord>
17. <FlaggedWord>
18. <word>duplicate</word>
19. <type>RepeatWord</type>
20. <offset>733</offset>
21. </FlaggedWord>
22. </flaggedWords>
23. </SpellingErrors>
24. <SpellingErrors>
25. <chunkIndex>1</chunkIndex>
26. <flaggedWords>
27. <FlaggedWord>
28. <word>mispalled</word>
29. <type>UnknownWord</type>
30. <offset>9</offset>
31. </FlaggedWord>
32. </flaggedWords>
33. </SpellingErrors>
34. </spellingErrors>
35. <spellingSuggestions>
36. <SpellingSuggestions>
37. <word>mispalled</word>
38. <sug>
39. <string>misspelled</string>
40. <string>miscalled</string>
41. <string>misplaced</string>
42. <string>misplayed</string>
43. </sug>
44. </SpellingSuggestions>
45. </spellingSuggestions>
46. </SpellCheckResult>
47. </SpellCheckResponse>
48. </soap:Body>
49. </soap:Envelope>

# Security

## Security Considerations for Implementers

This protocol introduces no additional security considerations beyond those applicable to its underlying protocols.

## Index of Security Parameters

None.

# Appendix A: Full WSDL

For ease of implementation, the full WSDL and schema are provided in this appendix.

1. <?xml version="1.0" encoding="utf-8"?>
2. <wsdl:definitions xmlns:soap="http://schemas.xmlsoap.org/wsdl/soap/" xmlns:tns="http://schemas.microsoft.com/sharepoint/publishing/spelling/" xmlns:s="http://www.w3.org/2001/XMLSchema" xmlns:soap12="http://schemas.xmlsoap.org/wsdl/soap12/" targetNamespace="http://schemas.microsoft.com/sharepoint/publishing/spelling/" xmlns:wsdl="http://schemas.xmlsoap.org/wsdl/">
3. <wsdl:documentation xmlns:wsdl="http://schemas.xmlsoap.org/wsdl/">This web service identifies spelling mistakes and recommends suggestions for correction.</wsdl:documentation>
4. <wsdl:types>
5. <s:schema elementFormDefault="qualified" targetNamespace="http://schemas.microsoft.com/sharepoint/publishing/spelling/">
6. <s:element name="SpellCheck">
7. <s:complexType>
8. <s:sequence>
9. <s:element minOccurs="1" maxOccurs="1" name="chunksToSpell" type="tns:ArrayOfString" />
10. <s:element minOccurs="1" maxOccurs="1" name="declaredLanguage" type="s:int" />
11. <s:element minOccurs="1" maxOccurs="1" name="useLad" type="s:boolean" />
12. </s:sequence>
13. </s:complexType>
14. </s:element>
15. <s:complexType name="ArrayOfString">
16. <s:sequence>
17. <s:element minOccurs="0" maxOccurs="unbounded" name="string" type="s:string" />
18. </s:sequence>
19. </s:complexType>
20. <s:element name="SpellCheckResponse">
21. <s:complexType>
22. <s:sequence>
23. <s:element minOccurs="1" maxOccurs="1" name="SpellCheckResult" type="tns:SpellCheckResults" />
24. </s:sequence>
25. </s:complexType>
26. </s:element>
27. <s:complexType name="SpellCheckResults">
28. <s:sequence>
29. <s:element minOccurs="1" maxOccurs="1" name="errorCode" type="s:string" />
30. <s:element minOccurs="1" maxOccurs="1" name="detectedLanguage" type="s:int" />
31. <s:element minOccurs="0" maxOccurs="1" name="spellingErrors" type="tns:ArrayOfSpellingErrors" />
32. <s:element minOccurs="0" maxOccurs="1" name="spellingSuggestions" type="tns:ArrayOfSuggestions" />
33. </s:sequence>
34. </s:complexType>
35. <s:complexType name="ArrayOfSpellingErrors">
36. <s:sequence>
37. <s:element minOccurs="0" maxOccurs="unbounded" name="SpellingErrors" type="tns:SpellingErrorsType" />
38. </s:sequence>
39. </s:complexType>
40. <s:complexType name="SpellingErrorsType">
41. <s:sequence>
42. <s:element minOccurs="1" maxOccurs="1" name="chunkIndex" type="s:int" />
43. <s:element minOccurs="1" maxOccurs="1" name="flaggedWords" type="tns:ArrayOfFlaggedWord" />
44. </s:sequence>
45. </s:complexType>
46. <s:complexType name="ArrayOfFlaggedWord">
47. <s:sequence>
48. <s:element minOccurs="0" maxOccurs="unbounded" name="FlaggedWord" type="tns:FlaggedWordType" />
49. </s:sequence>
50. </s:complexType>
51. <s:complexType name="FlaggedWordType">
52. <s:sequence>
53. <s:element minOccurs="1" maxOccurs="1" name="word" type="s:string" />
54. <s:element minOccurs="1" maxOccurs="1" name="type" type="tns:SpellingErrorType" />
55. <s:element minOccurs="1" maxOccurs="1" name="offset" type="s:int" />
56. </s:sequence>
57. </s:complexType>
58. <s:simpleType name="SpellingErrorType">
59. <s:restriction base="s:string">
60. <s:enumeration value="RepeatWord" />
61. <s:enumeration value="UnknownWord" />
62. </s:restriction>
63. </s:simpleType>
64. <s:complexType name="ArrayOfSuggestions">
65. <s:sequence>
66. <s:element minOccurs="0" maxOccurs="unbounded" name="SpellingSuggestions" type="tns:Suggestions" />
67. </s:sequence>
68. </s:complexType>
69. <s:complexType name="Suggestions">
70. <s:sequence>
71. <s:element minOccurs="1" maxOccurs="1" name="word" type="s:string" />
72. <s:element minOccurs="1" maxOccurs="1" name="sug" type="tns:ArrayOfString" />
73. </s:sequence>
74. </s:complexType>
75. </s:schema>
76. </wsdl:types>
77. <wsdl:message name="SpellCheckSoapIn">
78. <wsdl:part name="parameters" element="tns:SpellCheck" />
79. </wsdl:message>
80. <wsdl:message name="SpellCheckSoapOut">
81. <wsdl:part name="parameters" element="tns:SpellCheckResponse" />
82. </wsdl:message>
83. <wsdl:portType name="Spelling\_x0020\_ServiceSoap">
84. <wsdl:operation name="SpellCheck">
85. <wsdl:input message="tns:SpellCheckSoapIn" />
86. <wsdl:output message="tns:SpellCheckSoapOut" />
87. </wsdl:operation>
88. </wsdl:portType>
89. <wsdl:binding name="Spelling\_x0020\_ServiceSoap" type="tns:Spelling\_x0020\_ServiceSoap">
90. <soap:binding transport="http://schemas.xmlsoap.org/soap/http" />
91. <wsdl:operation name="SpellCheck">
92. <soap:operation soapAction="http://schemas.microsoft.com/sharepoint/publishing/spelling/SpellCheck" style="document" />
93. <wsdl:input>
94. <soap:body use="literal" />
95. </wsdl:input>
96. <wsdl:output>
97. <soap:body use="literal" />
98. </wsdl:output>
99. </wsdl:operation>
100. </wsdl:binding>
101. <wsdl:binding name="Spelling\_x0020\_ServiceSoap12" type="tns:Spelling\_x0020\_ServiceSoap">
102. <soap12:binding transport="http://schemas.xmlsoap.org/soap/http" />
103. <wsdl:operation name="SpellCheck">
104. <soap12:operation soapAction="http://schemas.microsoft.com/sharepoint/publishing/spelling/SpellCheck" style="document" />
105. <wsdl:input>
106. <soap12:body use="literal" />
107. </wsdl:input>
108. <wsdl:output>
109. <soap12:body use="literal" />
110. </wsdl:output>
111. </wsdl:operation>
112. </wsdl:binding>
113. </wsdl:definitions>

# Appendix B: Product Behavior

The information in this specification is applicable to the following Microsoft products or supplemental software. References to product versions include updates to those products.

* Microsoft Office SharePoint Server 2007
* Microsoft SharePoint Server 2010
* Microsoft SharePoint Server 2013
* Microsoft SharePoint Server 2016
* Microsoft SharePoint Server 2019
* Microsoft SharePoint Server Subscription Edition

Exceptions, if any, are noted in this section. If an update version, service pack or Knowledge Base (KB) number appears with a product name, the behavior changed in that update. The new behavior also applies to subsequent updates unless otherwise specified. If a product edition appears with the product version, behavior is different in that product edition.

Unless otherwise specified, any statement of optional behavior in this specification that is prescribed using the terms "SHOULD" or "SHOULD NOT" implies product behavior in accordance with the SHOULD or SHOULD NOT prescription. Unless otherwise specified, the term "MAY" implies that the product does not follow the prescription.

[<1> Section 3.1.4.1](#Appendix_A_Target_1): In Office SharePoint Server 2007, if **useLad** is set to **true** or **declaredLanguage** is set to -1, the protocol server calls its [**language-detection module**](#gt_6016e805-c67e-4dca-bfe7-efa9db71d501) and uses the detected LCID to retrieve the spell-check module. If language-detection module fails to determine an LCID, the **declaredLanguage** is used, provided that it is not -1. If it is -1, the language of the current [**website**](#gt_04b6a259-c555-4695-a236-57a32087deac) is used as the LCID.

[<2> Section 3.1.4.1](#Appendix_A_Target_2): The Office SharePoint Server 2007 spell-check modules do not identify any words as being **RepeatWord**.

[<3> Section 3.1.4.1.2.1](#Appendix_A_Target_3): In Office SharePoint Server 2007, if **useLad** is set to true or **declaredLanguage** is set to -1, the protocol server calls its language-detection module and uses the detected LCID to retrieve the spell-check module. If language-detection module fails to determine an LCID, the **declaredLanguage** is used, provided that it is not -1. If it is -1, the language of the current website is used as the LCID.

[<4> Section 3.1.4.1.2.1](#Appendix_A_Target_4): In Office SharePoint Server 2007, the protocol client sets **useLad** to true if the protocol client requests that the protocol server attempt to detect the LCID of the chunks by using a language-detection module.

# Change Tracking

This section identifies changes that were made to this document since the last release. Changes are classified as Major, Minor, or None.

The revision class **Major** means that the technical content in the document was significantly revised. Major changes affect protocol interoperability or implementation. Examples of major changes are:

* A document revision that incorporates changes to interoperability requirements.
* A document revision that captures changes to protocol functionality.

The revision class **Minor** means that the meaning of the technical content was clarified. Minor changes do not affect protocol interoperability or implementation. Examples of minor changes are updates to clarify ambiguity at the sentence, paragraph, or table level.

The revision class **None** means that no new technical changes were introduced. Minor editorial and formatting changes may have been made, but the relevant technical content is identical to the last released version.

The changes made to this document are listed in the following table. For more information, please contact dochelp@microsoft.com.

| Section | Description | Revision class |
| --- | --- | --- |
| [7](#Section_8bc50688c8104754b0047e6875f815cb) Appendix B: Product Behavior | Updated list of supported products. | Major |

# Index

A

Abstract data model

 [server](#section_08f58957b46740d1b4abbaf758b14af7) 12

[Applicability](#section_5cd5b3b650ad4a7891c6008bd1790d30) 9

[Attribute groups](#section_f34b9b769cad491aa1469cfa58389899) 11

[Attributes](#section_a774e749be6041349a382568ecbad143) 11

C

[Capability negotiation](#section_0eed1d935026432b8a6359b0dea39fef) 9

[Change tracking](#section_64913202389a4e6da03a4ca108509dd7) 26

Client

 [overview](#section_09c7bf3d614d4b379beb811ef5bf41d7) 12

[Common data structures](#section_bea38054678744b5a7fa0cb2da56a16b) 11

[Complex types](#section_5e76857157db4338b1cb7f76614b3add) 10

D

Data model - abstract

 [server](#section_08f58957b46740d1b4abbaf758b14af7) 12

E

Events

 [local - server](#section_497b0795fcfd46db8e768fc20fbe5f83) 19

 [timer - server](#section_8f81c930aa1c4549867282e6a6ccc95d) 19

Examples

 [overview](#section_4824fa27ee2640cb885a6174ee74c314) 20

F

[Fields - vendor-extensible](#section_75f94e8dbc35418698c7f613bcaf0cc9) 9

[Full WSDL](#section_5966e69731e740829674aec45389cb4b) 23

G

[Glossary](#section_e8600f82a85944eaab77c9fb0a1969b2) 6

[Groups](#section_a060873812f4417d8b5981f70300c7f8) 11

I

[Implementer - security considerations](#section_ba14175813614acb959f2da4691a5075) 22

[Index of security parameters](#section_689ca1710b424e8b906f079fa7cd7eb3) 22

[Informative references](#section_dc7a040d7d8d41138a0180f8f191cf6a) 8

Initialization

 [server](#section_7b5e914c7427430293ce3a6cb25e0bf3) 12

[Introduction](#section_42a380d4809f4120b895968bfc1b3721) 6

L

Local events

 [server](#section_497b0795fcfd46db8e768fc20fbe5f83) 19

M

Message processing

 [server](#section_76625ab07bc84e87abbd5071a8bb0725) 12

Messages

 [attribute groups](#section_f34b9b769cad491aa1469cfa58389899) 11

 [attributes](#section_a774e749be6041349a382568ecbad143) 11

 [common data structures](#section_bea38054678744b5a7fa0cb2da56a16b) 11

 [complex types](#section_5e76857157db4338b1cb7f76614b3add) 10

 [elements](#section_3326296d530e4aa8aafcbce527151851) 10

 [enumerated](#section_67076be8eac8454eb63f41c527602fb5) 10

 [groups](#section_a060873812f4417d8b5981f70300c7f8) 11

 [namespaces](#section_e669753d0ac24cce9dd236616330213a) 10

 [simple types](#section_c938b93ec42442bcaf63d4edf7b69d42) 11

 [syntax](#section_66500e38e7ee4bd6b449f0a34cd99552) 10

 [transport](#section_93891ba2f2464c09b10f0780dec473f9) 10

N

[Namespaces](#section_e669753d0ac24cce9dd236616330213a) 10

[Normative references](#section_0d2173fa0c0745f295879e1e8993dd02) 7

O

Operations

 [SpellCheck](#section_3a4ced5a853341968103dccdc3efb6fa) 12

[Overview (synopsis)](#section_d647694e6f8e405ab6b461568464a181) 8

P

[Parameters - security index](#section_689ca1710b424e8b906f079fa7cd7eb3) 22

[Preconditions](#section_8cc923359c7246e8868cd5dedb001d2e) 9

[Prerequisites](#section_8cc923359c7246e8868cd5dedb001d2e) 9

[Product behavior](#section_8bc50688c8104754b0047e6875f815cb) 25

Protocol Details

 [overview](#section_09c7bf3d614d4b379beb811ef5bf41d7) 12

R

[References](#section_db44cbddd7424c7ab2fbce0e07b5b615) 7

 [informative](#section_dc7a040d7d8d41138a0180f8f191cf6a) 8

 [normative](#section_0d2173fa0c0745f295879e1e8993dd02) 7

[Relationship to other protocols](#section_bed94194a6294a10bf3ef942af6b3c71) 8

S

Security

 [implementer considerations](#section_ba14175813614acb959f2da4691a5075) 22

 [parameter index](#section_689ca1710b424e8b906f079fa7cd7eb3) 22

Sequencing rules

 [server](#section_76625ab07bc84e87abbd5071a8bb0725) 12

Server

 [abstract data model](#section_08f58957b46740d1b4abbaf758b14af7) 12

 [initialization](#section_7b5e914c7427430293ce3a6cb25e0bf3) 12

 [local events](#section_497b0795fcfd46db8e768fc20fbe5f83) 19

 [message processing](#section_76625ab07bc84e87abbd5071a8bb0725) 12

 [overview](#section_09c7bf3d614d4b379beb811ef5bf41d7) 12

 [sequencing rules](#section_76625ab07bc84e87abbd5071a8bb0725) 12

 [SpellCheck operation](#section_3a4ced5a853341968103dccdc3efb6fa) 12

 [timer events](#section_8f81c930aa1c4549867282e6a6ccc95d) 19

 [timers](#section_a1875f189513497eac5e039c4ae9deaf) 12

[Simple types](#section_c938b93ec42442bcaf63d4edf7b69d42) 11

[Standards assignments](#section_08ca2349dd2e47f9b233e7420ca1a157) 9

Syntax

 [messages - overview](#section_66500e38e7ee4bd6b449f0a34cd99552) 10

T

Timer events

 [server](#section_8f81c930aa1c4549867282e6a6ccc95d) 19

Timers

 [server](#section_a1875f189513497eac5e039c4ae9deaf) 12

[Tracking changes](#section_64913202389a4e6da03a4ca108509dd7) 26

[Transport](#section_93891ba2f2464c09b10f0780dec473f9) 10

Types

 [complex](#section_5e76857157db4338b1cb7f76614b3add) 10

 [simple](#section_c938b93ec42442bcaf63d4edf7b69d42) 11

V

[Vendor-extensible fields](#section_75f94e8dbc35418698c7f613bcaf0cc9) 9

[Versioning](#section_0eed1d935026432b8a6359b0dea39fef) 9

W

[WSDL](#section_5966e69731e740829674aec45389cb4b) 23