**[MS-PEOPS]:**

**People Web Service Protocol**

Intellectual Property Rights Notice for Open Specifications Documentation

* **Technical Documentation.** Microsoft publishes Open Specifications documentation (“this documentation”) for protocols, file formats, data portability, computer languages, and standards support. Additionally, overview documents cover inter-protocol relationships and interactions.
* **Copyrights**. This documentation is covered by Microsoft copyrights. Regardless of any other terms that are contained in the terms of use for the Microsoft website that hosts this documentation, you can make copies of it in order to develop implementations of the technologies that are described in this documentation and can distribute portions of it in your implementations that use these technologies or in your documentation as necessary to properly document the implementation. You can also distribute in your implementation, with or without modification, any schemas, IDLs, or code samples that are included in the documentation. This permission also applies to any documents that are referenced in the Open Specifications documentation.
* **No Trade Secrets**. Microsoft does not claim any trade secret rights in this documentation.
* **Patents**. Microsoft has patents that might cover your implementations of the technologies described in the Open Specifications documentation. Neither this notice nor Microsoft's delivery of this documentation grants any licenses under those patents or any other Microsoft patents. However, a given Open Specifications document might be covered by the Microsoft [Open Specifications Promise](https://go.microsoft.com/fwlink/?LinkId=214445) or the [Microsoft Community Promise](https://go.microsoft.com/fwlink/?LinkId=214448). If you would prefer a written license, or if the technologies described in this documentation are not covered by the Open Specifications Promise or Community Promise, as applicable, patent licenses are available by contacting iplg@microsoft.com.
* **License Programs**. To see all of the protocols in scope under a specific license program and the associated patents, visit the [Patent Map](https://aka.ms/AA9ufj8).
* **Trademarks**. The names of companies and products contained in this documentation might be covered by trademarks or similar intellectual property rights. This notice does not grant any licenses under those rights. For a list of Microsoft trademarks, visit [www.microsoft.com/trademarks](https://www.microsoft.com/trademarks).
* **Fictitious Names**. The example companies, organizations, products, domain names, email addresses, logos, people, places, and events that are depicted in this documentation are fictitious. No association with any real company, organization, product, domain name, email address, logo, person, place, or event is intended or should be inferred.

**Reservation of Rights**. All other rights are reserved, and this notice does not grant any rights other than as specifically described above, whether by implication, estoppel, or otherwise.

**Tools**. The Open Specifications documentation does not require the use of Microsoft programming tools or programming environments in order for you to develop an implementation. If you have access to Microsoft programming tools and environments, you are free to take advantage of them. Certain Open Specifications documents are intended for use in conjunction with publicly available standards specifications and network programming art and, as such, assume that the reader either is familiar with the aforementioned material or has immediate access to it.

**Support.** For questions and support, please contact dochelp@microsoft.com.

**Revision Summary**

| Date | Revision History | Revision Class | Comments |
| --- | --- | --- | --- |
| 4/4/2008 | 0.1 | New | Initial Availability |
| 6/27/2008 | 1.0 | Major | Revised and edited the technical content |
| 12/12/2008 | 1.01 | Editorial | Revised and edited the technical content |
| 7/13/2009 | 1.02 | Major | Revised and edited the technical content |
| 8/28/2009 | 1.03 | Editorial | Revised and edited the technical content |
| 11/6/2009 | 1.04 | Editorial | Revised and edited the technical content |
| 2/19/2010 | 2.0 | Editorial | Revised and edited the technical content |
| 3/31/2010 | 2.01 | Editorial | Revised and edited the technical content |
| 4/30/2010 | 2.02 | Editorial | Revised and edited the technical content |
| 6/7/2010 | 2.03 | Editorial | Revised and edited the technical content |
| 6/29/2010 | 2.04 | Editorial | Changed language and formatting in the technical content. |
| 7/23/2010 | 2.04 | None | No changes to the meaning, language, or formatting of the technical content. |
| 9/27/2010 | 2.04 | None | No changes to the meaning, language, or formatting of the technical content. |
| 11/15/2010 | 2.04 | None | No changes to the meaning, language, or formatting of the technical content. |
| 12/17/2010 | 2.04 | None | No changes to the meaning, language, or formatting of the technical content. |
| 3/18/2011 | 2.04 | None | No changes to the meaning, language, or formatting of the technical content. |
| 6/10/2011 | 2.5 | Minor | Clarified the meaning of the technical content. |
| 1/20/2012 | 2.6 | Minor | Clarified the meaning of the technical content. |
| 4/11/2012 | 2.6 | None | No changes to the meaning, language, or formatting of the technical content. |
| 7/16/2012 | 2.6 | None | No changes to the meaning, language, or formatting of the technical content. |
| 9/12/2012 | 2.6 | None | No changes to the meaning, language, or formatting of the technical content. |
| 10/8/2012 | 2.7 | Minor | Clarified the meaning of the technical content. |
| 2/11/2013 | 3.0 | Major | Significantly changed the technical content. |
| 7/30/2013 | 3.1 | Minor | Clarified the meaning of the technical content. |
| 11/18/2013 | 3.1 | None | No changes to the meaning, language, or formatting of the technical content. |
| 2/10/2014 | 3.1 | None | No changes to the meaning, language, or formatting of the technical content. |
| 4/30/2014 | 3.1 | None | No changes to the meaning, language, or formatting of the technical content. |
| 7/31/2014 | 3.1 | None | No changes to the meaning, language, or formatting of the technical content. |
| 10/30/2014 | 3.1 | None | No changes to the meaning, language, or formatting of the technical content. |
| 3/16/2015 | 4.0 | Major | Significantly changed the technical content. |
| 2/26/2016 | 5.0 | Major | Significantly changed the technical content. |
| 7/15/2016 | 5.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 9/14/2016 | 5.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 7/24/2018 | 6.0 | Major | Significantly changed the technical content. |
| 10/1/2018 | 7.0 | Major | Significantly changed the technical content. |
| 6/18/2019 | 7.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 4/22/2021 | 8.0 | Major | Significantly changed the technical content. |
| 7/20/2021 | 9.0 | Major | Significantly changed the technical content. |
| 8/17/2021 | 10.0 | Major | Significantly changed the technical content. |
| 10/5/2021 | 10.0 | None | No changes to the meaning, language, or formatting of the technical content. |

Table of Contents

[1 Introduction 6](#_Toc83916648)

[1.1 Glossary 6](#_Toc83916649)

[1.2 References 7](#_Toc83916650)

[1.2.1 Normative References 7](#_Toc83916651)

[1.2.2 Informative References 8](#_Toc83916652)

[1.3 Overview 8](#_Toc83916653)

[1.4 Relationship to Other Protocols 8](#_Toc83916654)

[1.5 Prerequisites/Preconditions 9](#_Toc83916655)

[1.6 Applicability Statement 9](#_Toc83916656)

[1.7 Versioning and Capability Negotiation 9](#_Toc83916657)

[1.8 Vendor-Extensible Fields 9](#_Toc83916658)

[1.9 Standards Assignments 9](#_Toc83916659)

[2 Messages 10](#_Toc83916660)

[2.1 Transport 10](#_Toc83916661)

[2.2 Common Message Syntax 10](#_Toc83916662)

[2.2.1 Namespaces 10](#_Toc83916663)

[2.2.2 Messages 10](#_Toc83916664)

[2.2.3 Elements 11](#_Toc83916665)

[2.2.4 Complex Types 11](#_Toc83916666)

[2.2.4.1 ArrayOfPrincipalInfo 11](#_Toc83916667)

[2.2.4.2 PrincipalInfo 11](#_Toc83916668)

[2.2.5 Simple Types 12](#_Toc83916669)

[2.2.5.1 SPPrincipalType 12](#_Toc83916670)

[2.2.6 Attributes 13](#_Toc83916671)

[2.2.7 Groups 13](#_Toc83916672)

[2.2.8 Attribute Groups 13](#_Toc83916673)

[3 Protocol Details 14](#_Toc83916674)

[3.1 Protocol Server Details 14](#_Toc83916675)

[3.1.1 Abstract Data Model 14](#_Toc83916676)

[3.1.2 Timers 14](#_Toc83916677)

[3.1.3 Initialization 14](#_Toc83916678)

[3.1.4 Message Processing Events and Sequencing Rules 14](#_Toc83916679)

[3.1.4.1 ResolvePrincipals 15](#_Toc83916680)

[3.1.4.1.1 Messages 15](#_Toc83916681)

[3.1.4.1.1.1 ResolvePrincipalsSoapIn 16](#_Toc83916682)

[3.1.4.1.1.2 ResolvePrincipalsSoapOut 16](#_Toc83916683)

[3.1.4.1.2 Elements 16](#_Toc83916684)

[3.1.4.1.2.1 ResolvePrincipals 16](#_Toc83916685)

[3.1.4.1.2.2 ResolvePrincipalsResponse 17](#_Toc83916686)

[3.1.4.1.3 Complex Types 18](#_Toc83916687)

[3.1.4.1.3.1 ArrayOfString 18](#_Toc83916688)

[3.1.4.1.4 Simple Types 18](#_Toc83916689)

[3.1.4.1.5 Attributes 18](#_Toc83916690)

[3.1.4.1.6 Groups 18](#_Toc83916691)

[3.1.4.1.7 Attribute Groups 18](#_Toc83916692)

[3.1.4.2 SearchPrincipals 18](#_Toc83916693)

[3.1.4.2.1 Messages 19](#_Toc83916694)

[3.1.4.2.1.1 SearchPrincipalsSoapIn 19](#_Toc83916695)

[3.1.4.2.1.2 SearchPrincipalsSoapOut 19](#_Toc83916696)

[3.1.4.2.2 Elements 19](#_Toc83916697)

[3.1.4.2.2.1 SearchPrincipals 20](#_Toc83916698)

[3.1.4.2.2.2 SearchPrincipalsResponse 20](#_Toc83916699)

[3.1.4.2.3 Complex Types 21](#_Toc83916700)

[3.1.4.2.4 Simple Types 21](#_Toc83916701)

[3.1.4.2.5 Attributes 21](#_Toc83916702)

[3.1.4.2.6 Groups 21](#_Toc83916703)

[3.1.4.2.7 Attribute Groups 21](#_Toc83916704)

[3.1.4.3 IsClaimsMode 21](#_Toc83916705)

[3.1.4.3.1 Messages 21](#_Toc83916706)

[3.1.4.3.1.1 IsClaimsModeSoapIn 22](#_Toc83916707)

[3.1.4.3.1.2 IsClaimsModeSoapOut 22](#_Toc83916708)

[3.1.4.3.2 Elements 22](#_Toc83916709)

[3.1.4.3.2.1 IsClaimsMode 22](#_Toc83916710)

[3.1.4.3.2.2 IsClaimsModeResponse 22](#_Toc83916711)

[3.1.4.3.3 Complex Types 23](#_Toc83916712)

[3.1.4.3.4 Simple Types 23](#_Toc83916713)

[3.1.4.3.5 Attributes 23](#_Toc83916714)

[3.1.4.3.6 Groups 23](#_Toc83916715)

[3.1.4.3.7 Attribute Groups 23](#_Toc83916716)

[3.1.5 Timer Events 23](#_Toc83916717)

[3.1.6 Other Local Events 23](#_Toc83916718)

[4 Protocol Examples 24](#_Toc83916719)

[4.1 Resolve Principals Knowing Their E-mail Addresses 24](#_Toc83916720)

[4.2 Search for Principals Knowing the E-mail Address 25](#_Toc83916721)

[4.3 Check Whether in Claims Mode 26](#_Toc83916722)

[5 Security 27](#_Toc83916723)

[5.1 Security Considerations for Implementers 27](#_Toc83916724)

[5.2 Index of Security Parameters 27](#_Toc83916725)

[6 Appendix A: Full WSDL 28](#_Toc83916726)

[7 Appendix B: Product Behavior 32](#_Toc83916727)

[8 Change Tracking 33](#_Toc83916728)

[9 Index 34](#_Toc83916729)

# Introduction

The People Web Service Protocol enables protocol clients to find and resolve authenticated entities on a protocol server. It allows the client to pass criteria consisting of a list of keys and the principal type to the protocol server and to receive back a list of resolved principals.

Sections 1.5, 1.8, 1.9, 2, and 3 of this specification are normative. All other sections and examples in this specification are informative.

## Glossary

This document uses the following terms:

**distribution list**: A collection of users, computers, contacts, or other groups that is used only for email distribution, and addressed as a single recipient.

**forms authentication**: An authentication method in which protocol clients redirect unauthenticated requests to an HTML form by using [**HTTP**](#gt_d72f1494-4917-4e9e-a9fd-b8f1b2758dcd). If the protocol client authenticates the request, the system issues a cookie that stores the credentials or a key for reacquiring the identity. In subsequent requests, the cookie is submitted in request headers and the requests are authenticated and authorized by an ASP.NET event handler that uses the validation method that is specified by the protocol client.

**group**: A named collection of users who share similar access permissions or roles.

**Hypertext Transfer Protocol (HTTP)**: An application-level protocol for distributed, collaborative, hypermedia information systems (text, graphic images, sound, video, and other multimedia files) on the World Wide Web.

**Hypertext Transfer Protocol Secure (HTTPS)**: An extension of HTTP that securely encrypts and decrypts web page requests. In some older protocols, "Hypertext Transfer Protocol over Secure Sockets Layer" is still used (Secure Sockets Layer has been deprecated). For more information, see [[SSL3]](https://go.microsoft.com/fwlink/?LinkId=90534) and [[RFC5246]](https://go.microsoft.com/fwlink/?LinkId=129803).

**principal**: An authenticated entity that initiates a message or channel in a distributed system.

**security group**: A named group of principals on a SharePoint site.

**Session Initiation Protocol (SIP) address**: A URI that does not include a "sip:" prefix and is used to establish multimedia communications sessions between two or more users over an IP network, as described in [[RFC3261]](https://go.microsoft.com/fwlink/?LinkId=90410).

**site**: (1) A group of related webpages that is hosted by a server on the World Wide Web or an intranet. Each website has its own entry points, metadata, administration settings, and workflows. Also referred to as web site.

(2) A group of related pages and data within a SharePoint site collection. The structure and content of a site is based on a site definition. Also referred to as SharePoint site and web site.

**site collection**: A set of websites that are in the same content database, have the same owner, and share administration settings. A site collection can be identified by a GUID or the [**URL**](#gt_433a4fb7-ef84-46b0-ab65-905f5e3a80b1) of the top-level site for the site collection. Each site collection contains a top-level site, can contain one or more subsites, and can have a shared navigational structure.

**SOAP**: A lightweight protocol for exchanging structured information in a decentralized, distributed environment. [**SOAP**](#gt_c1c313af-2310-4380-a6ea-c2cedc115958) uses XML technologies to define an extensible messaging framework, which provides a message construct that can be exchanged over a variety of underlying protocols. The framework has been designed to be independent of any particular programming model and other implementation-specific semantics. SOAP 1.2 supersedes SOAP 1.1. See [[SOAP1.2-1/2003]](https://go.microsoft.com/fwlink/?LinkId=90521).

**SOAP action**: The HTTP request header field used to indicate the intent of the [**SOAP**](#gt_c1c313af-2310-4380-a6ea-c2cedc115958) request, using a URI value. See [[SOAP1.1]](https://go.microsoft.com/fwlink/?LinkId=90520) section 6.1.1 for more information.

**SOAP body**: A container for the payload data being delivered by a SOAP message to its recipient. See [[SOAP1.2-1/2007]](https://go.microsoft.com/fwlink/?LinkId=94664) section 5.3 for more information.

**SOAP fault**: A container for error and status information within a SOAP message. See [SOAP1.2-1/2007] section 5.4 for more information.

**Uniform Resource Locator (URL)**: A string of characters in a standardized format that identifies a document or resource on the World Wide Web. The format is as specified in [[RFC1738]](https://go.microsoft.com/fwlink/?LinkId=90287).

**Web Services Description Language (WSDL)**: An XML format for describing network services as a set of endpoints that operate on messages that contain either document-oriented or procedure-oriented information. The operations and messages are described abstractly and are bound to a concrete network protocol and message format in order to define an endpoint. Related concrete endpoints are combined into abstract endpoints, which describe a network service. WSDL is extensible, which allows the description of endpoints and their messages regardless of the message formats or network protocols that are used.

**XML namespace**: A collection of names that is used to identify elements, types, and attributes in XML documents identified in a URI reference [[RFC3986]](https://go.microsoft.com/fwlink/?LinkId=90453). A combination of XML namespace and local name allows XML documents to use elements, types, and attributes that have the same names but come from different sources. For more information, see [[XMLNS-2ED]](https://go.microsoft.com/fwlink/?LinkId=90602).

**XML schema**: A description of a type of XML document that is typically expressed in terms of constraints on the structure and content of documents of that type, in addition to the basic syntax constraints that are imposed by XML itself. An XML schema provides a view of a document type at a relatively high level of abstraction.

**MAY, SHOULD, MUST, SHOULD NOT, MUST NOT:** These terms (in all caps) are used as defined in [[RFC2119]](https://go.microsoft.com/fwlink/?LinkId=90317). All statements of optional behavior use either MAY, SHOULD, or SHOULD NOT.
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## Overview

This protocol enables a protocol client to resolve and find [**principals**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0). The protocol allows the protocol client to pass criteria, which consist of a list of keys and the principal (1) type, to the protocol server and to receive back a list of resolved principals (1).

A typical scenario for using this protocol is a people-finder application that enables users to choose the principal (1) type and to enter the user name, e-mail address, or display name as search criteria. The application could use this protocol to resolve and find the principals (1) and show details about them.

## Relationship to Other Protocols

This protocol uses the [**SOAP**](#gt_c1c313af-2310-4380-a6ea-c2cedc115958) message protocol for formatting request and response messages, as described in [[SOAP1.1]](https://go.microsoft.com/fwlink/?LinkId=90520), [[SOAP1.2-1/2007]](https://go.microsoft.com/fwlink/?LinkId=94664) and [[SOAP1.2-2/2007]](https://go.microsoft.com/fwlink/?LinkId=119124). It transmits those messages by using [**HTTP**](#gt_d72f1494-4917-4e9e-a9fd-b8f1b2758dcd), as described in [[RFC2616]](https://go.microsoft.com/fwlink/?LinkId=90372), or [**Hypertext Transfer Protocol over Secure Sockets Layer (HTTPS)**](#gt_9239bd88-9747-44a6-83a6-473f53f175a7), as described in [[RFC2818]](https://go.microsoft.com/fwlink/?LinkId=90383).

The following diagram shows the underlying messaging and transport stack used by the protocol:



Figure 1: This protocol in relation to other protocols

## Prerequisites/Preconditions

This protocol operates against a [**site (1)**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) that is identified by a [**URL**](#gt_433a4fb7-ef84-46b0-ab65-905f5e3a80b1) that is known by protocol clients. The protocol server endpoint is formed by appending "/\_vti\_bin/People.asmx" to the URL of the site (1), for example: http://www.contoso.com/Repository/\_vti\_bin/People.asmx.

This protocol assumes that authentication has been performed by the underlying protocols.

## Applicability Statement

None.

## Versioning and Capability Negotiation

This document covers versioning issues in the following areas:

* **Supported transports:** This protocol uses multiple transports with SOAP, as described in section [2.1](#Section_2ac09dff1ac04ff7844eb6d9579f4429).

## Vendor-Extensible Fields

None.

## Standards Assignments

None.

# Messages

In the following sections, the schema definition might differ from the processing rules imposed by the protocol. The [**WSDL**](#gt_5a824664-0858-4b09-b852-83baf4584efa) in this specification matches the WSDL that shipped with the product and provides a base description of the schema. The text that introduces the WSDL might specify differences that reflect actual Microsoft product behavior. For example, the schema definition might allow for an element to be **empty**, **null**, or **not present** but the behavior of the protocol as specified restricts the same elements to being **non-empty**, **not null**, and **present**.

## Transport

Protocol servers MUST support SOAP over HTTP. Protocol servers SHOULD additionally support SOAP over HTTPS for securing communication with protocol clients.

Protocol messages MUST be formatted as specified either in [[SOAP1.1]](https://go.microsoft.com/fwlink/?LinkId=90520), section 4 or in [[SOAP1.2-1/2007]](https://go.microsoft.com/fwlink/?LinkId=94664), section 5. Protocol server faults MUST be returned either using HTTP Status Codes as specified in [[RFC2616]](https://go.microsoft.com/fwlink/?LinkId=90372), section 10, or using [**SOAP faults**](#gt_ec8728a8-1a75-426f-8767-aa1932c7c19f) as specified either in [SOAP1.1], section 4.4, or in [SOAP1.2-1/2007], section 5.4.

## Common Message Syntax

This section contains common definitions that are used by this protocol. The syntax of the definitions uses [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067), as specified in [[XMLSCHEMA1/2]](https://go.microsoft.com/fwlink/?LinkId=90607) and [[XMLSCHEMA2/2]](https://go.microsoft.com/fwlink/?LinkId=90609), and [**WSDL**](#gt_5a824664-0858-4b09-b852-83baf4584efa), as specified in [[WSDL]](https://go.microsoft.com/fwlink/?LinkId=90577).

### Namespaces

This protocol specifies and references [**XML namespaces**](#gt_485f05b3-df3b-45ac-b8bf-d05f5d185a24) using the mechanisms specified in [[XMLNS]](https://go.microsoft.com/fwlink/?LinkId=191840). Although this document associates an XML namespace prefix for each XML namespace that is used, the choice of any particular XML namespace prefix is implementation-specific. The following table describes these namespaces.

| Prefix | Namespace URI | Reference |
| --- | --- | --- |
| soap | http://schemas.xmlsoap.org/wsdl/soap/  | [[SOAP1.1]](https://go.microsoft.com/fwlink/?LinkId=90520) |
| tns | http://schemas.microsoft.com/sharepoint/soap/  |  |
| s | http://www.w3.org/2001/XMLSchema  | [[XMLSCHEMA1]](https://go.microsoft.com/fwlink/?LinkId=90608) [[XMLSCHEMA2]](https://go.microsoft.com/fwlink/?LinkId=90610) |
| soap12 | http://schemas.xmlsoap.org/wsdl/soap12/  | [[SOAP1.2-1/2007]](https://go.microsoft.com/fwlink/?LinkId=94664) [[SOAP1.2-2/2007]](https://go.microsoft.com/fwlink/?LinkId=119124)  |
| (none) | http://schemas.microsoft.com/sharepoint/soap/ |  |
| wsdl | http://schemas.xmlsoap.org/wsdl/ | [[WSDL]](https://go.microsoft.com/fwlink/?LinkId=90577) |

### Messages

This specification does not define any common [**WSDL**](#gt_5a824664-0858-4b09-b852-83baf4584efa) message definitions.

### Elements

This specification does not define any common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) element definitions.

### Complex Types

The following table summarizes the set of common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) complex type definitions defined by this specification. XML schema complex type definitions that are specific to a particular operation are described with the operation.

| Complex type | Description |
| --- | --- |
| **ArrayOfPrincipalInfo** | Array of elements of type **PrincipalInfo** (section [2.2.4.2](#Section_8120e91e53cd4fe5bfbff0072c4f85a0)). |
| **PrincipalInfo** | Contains information about a principal (1). |

#### ArrayOfPrincipalInfo

The **ArrayOfPrincipalInfo** complex type contains an array of **PrincipalInfo** elements (section [2.2.4.2](#Section_8120e91e53cd4fe5bfbff0072c4f85a0)). This array contains zero or more **PrincipalInfo** elements (section 2.2.4.2).

1. <s:complexType name="ArrayOfPrincipalInfo">
2. <s:sequence>
3. <s:element name="PrincipalInfo" type="tns:PrincipalInfo" minOccurs="0" maxOccurs="unbounded"/>
4. </s:sequence>
5. </s:complexType>

**PrincipalInfo:** The information about the principal (1) returned by the protocol server.

#### PrincipalInfo

The **PrincipalInfo** complex type provides information about a principal (1).

1. <s:complexType name="PrincipalInfo">
2. <s:sequence>
3. <s:element name="AccountName" type="s:string" minOccurs="0" maxOccurs="1" />
4. <s:element name="UserInfoID" type="s:int" minOccurs="1" maxOccurs="1"/>
5. <s:element name="DisplayName" type="s:string" minOccurs="0" maxOccurs="1" />
6. <s:element name="Email" type="s:string" minOccurs="0" maxOccurs="1" />
7. <s:element name="Department" type="s:string" minOccurs="0" maxOccurs="1" />
8. <s:element name="Title" type="s:string" minOccurs="0" maxOccurs="1" />
9. <s:element name="IsResolved" type="s:boolean" minOccurs="1" maxOccurs="1" />
10. <s:element name="MoreMatches" type="tns:ArrayOfPrincipalInfo" minOccurs="0" maxOccurs="1" />
11. <s:element name="PrincipalType" type="tns:SPPrincipalType" minOccurs="1" maxOccurs="1" />
12. </s:sequence>
13. </s:complexType>

**AccountName:** The logon name of the principal (1).[<1>](#Appendix_A_1" \o "Product behavior note 1)

**UserInfoID:** The identifier of the user in the [**site collection**](#gt_aed5b662-5f22-436d-a37f-c70d9c278bfa).

**Display Name:** The display name of the principal (1).

**Email:** The e-mail address of the principal (1).

**Department:** The department name of the principal (1).

**Title:** The job title of the principal (1).

**IsResolved:** A Boolean that specifies whether the principal (1) is uniquely identified in the site collection list of users**.**

**MoreMatches:** The list of principals (1) that have name, display name, e-mail address, or [**Session Initiation Protocol (SIP) address**](#gt_05086d2c-cef1-4dfc-9e4a-5c29309b140e) starts with the input criteria. The list can be empty if there are no partially matching principals (1).

**PrincipalType:** The type of the principal (1). This value MUST be a **SPPrincipalType** (section [2.2.5.1](#Section_00a4d867e2eb47c1bcc54ecb45485e2e)).

### Simple Types

The following table summarizes the set of common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) simple type definitions defined by this specification. XML schema simple type definitions that are specific to a particular operation are described with the operation.

| Simple type | Description |
| --- | --- |
| **SPPrincipalType** | Specifies the principal (1) type. |

#### SPPrincipalType

The **SPPrincipalType** simple type is an enumeration that specifies the type of a principal (1).

1. <s:simpleType name="SPPrincipalType">
2. <s:list>
3. <s:simpleType>
4. <s:restriction base="s:string">
5. <s:enumeration value="None"/>
6. <s:enumeration value="User"/>
7. <s:enumeration value="DistributionList"/>
8. <s:enumeration value="SecurityGroup"/>
9. <s:enumeration value="SharePointGroup"/>
10. <s:enumeration value="All"/>
11. </s:restriction>
12. </s:simpleType>
13. </s:list></s:simpleType>

The following table specifies the possible values for this simple type.

| Value | Meaning |
| --- | --- |
| None | The principal (1) type is not set. |
| User | The principal (1) is a user. |
| DistributionList | The principal (1) is a [**distribution list**](#gt_ccbb0292-fefe-493f-80c3-11533e473591). |
| SecurityGroup | The principal (1) is a [**security group**](#gt_699c4298-ea39-4b88-8788-db0b31b8322a). |
| SharePointGroup | The principal (1) is a [**site (2)**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac). |
| All | The entire preceding principal (1) types. |

### Attributes

This specification does not define any common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) attribute definitions.

### Groups

This specification does not define any common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) group definitions.

### Attribute Groups

This specification does not define any common [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) attribute group definitions.

# Protocol Details

In the following sections, the schema definition might differ from the processing rules imposed by the protocol. The [**WSDL**](#gt_5a824664-0858-4b09-b852-83baf4584efa) in this specification matches the WSDL that shipped with the product and provides a base description of the schema. The text that introduces the WSDL might specify differences that reflect actual Microsoft product behavior. For example, the schema definition might allow for an element to be **empty**, **null**, or **not present** but the behavior of the protocol as specified restricts the same elements to being **non-empty**, **not null**, and **present**.

The client side of this protocol is simply a pass-through. That is, no additional timers or other state is required on the client side of this protocol. Calls made by the higher-layer protocol or application are passed directly to the transport, and the results returned by the transport are passed directly back to the higher-layer protocol or application.

Except where specified, protocol clients SHOULD interpret HTTP status codes returned by the protocol server as specified in [[RFC2616]](https://go.microsoft.com/fwlink/?LinkId=90372).

This protocol enables protocol servers to perform implementation-specific authorization checks and to notify protocol clients of authorization faults, either using HTTP status codes or using SOAP faults as specified previously in this section.

## Protocol Server Details

### Abstract Data Model

This section describes a conceptual model of possible data organization that an implementation maintains to participate in this protocol. The described organization is provided to facilitate the explanation of how the protocol behaves. This document does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.

The protocol server maintains the following:

* A list of all possible principals (1) that are candidates for resolution. This is used to resolve the user input against a list of possible candidate principals (1). This list MUST NOT be altered by a user of the protocol.
* A list of site collections. This list MUST NOT be altered by a user of the protocol.
* For each site collection, a list of principals (1) that are allowed to use the site collection.

### Timers

None.

### Initialization

None.

### Message Processing Events and Sequencing Rules

The following table summarizes the list of [**WSDL**](#gt_5a824664-0858-4b09-b852-83baf4584efa) operations as defined by this specification:

| Operations | Description |
| --- | --- |
| **ResolvePrincipals** | Resolves a list of principals (1) based on a list of criteria. |
| **SearchPrincipals** | Finds a list of principals (1) that match the search criteria uniquely or partially. |
| **IsClaimsMode** | Determines whether the web application is in claims mode |

#### ResolvePrincipals

The **ResolvePrincipals** operation is used to resolve principals (1) based on a list of keys, where each key corresponds to one and only one principal (1) to be resolved, and the principal (1) type as specified in **SPPrincipalType** (section [2.2.5.1](#Section_00a4d867e2eb47c1bcc54ecb45485e2e)). This operation also provides an option to add the principals (1), if not already present, to the list of principals (1) associated with the site collection.

1. <wsdl:operation name="ResolvePrincipals">
2. <wsdl:input message="tns:ResolvePrincipalsSoapIn" />
3. <wsdl:output message="tns:ResolvePrincipalsSoapOut" />
4. </wsdl:operation>

The protocol client sends a **ResolvePrincipalsSoapIn** request message, and the protocol server responds with a **ResolvePrincipalsSoapOut** response message, as follows:

1. The caller of this operation MUST specify the following criteria: the list of keys (which can be any string), the principal (1) type, and a Boolean indicating whether the user MUST be added to the site collection list of principals (1).
2. This operation MUST return the principals (1) that match the criteria specified in the request uniquely or partially. Unique match means there is a unique principal whose name, display name, e-mail address, or [**Session Initiation Protocol (SIP) address**](#gt_05086d2c-cef1-4dfc-9e4a-5c29309b140e) exactly matches the input (case-insensitive). Partial match means one of those fields starts with the input. The number of uniquely matched principals (1) returned MUST be less than or equal to the number of keys provided as input.

This operation MUST return a SOAP Fault element in the following cases:

* The *principalKeys* parameter is NULL.
* A *string* element in the *principalKeys* parameter is NULL.

If the user does not have permission to browse for principals (1) this operation MUST return an HTTP status code of 403 when using [**forms authentication**](#gt_16d67a68-6ca9-4e79-8d01-7d105a884ae4).[<2>](#Appendix_A_2" \o "Product behavior note 2)

##### Messages

The following table summarizes the set of [**WSDL**](#gt_5a824664-0858-4b09-b852-83baf4584efa) message definitions that are specific to this operation.

| Message | Description |
| --- | --- |
| **ResolvePrincipalsSoapIn** | A request to initiate a **ResolvePrincipals** operation on the protocol server. |
| **ResolvePrincipalsSoapOut** | A response from the protocol server at completion of the **ResolvePrincipals** operation. |

###### ResolvePrincipalsSoapIn

The **ResolvePrincipalsSoapIn** message is the request message for a **ResolvePrincipals** operation.

The [**SOAP action**](#gt_c1358651-96c1-4ce0-8e1f-b0b7a94145e3) value of the message is defined as follows:

1. http://schemas.microsoft.com/sharepoint/soap/ResolvePrincipals

The [**SOAP body**](#gt_57cdf8ab-8d79-462d-a446-5d85632a7a04) contains a **ResolvePrincipals** element. This message MUST contain the following criteria: the *principalKeys*, the principal (1) type, and *addToUserInfoList*, a Boolean value indicating whether the principal (1) MUST be added to the list of principals (1) associated with the site collection. Only a principal’s (1) information found in the *AccountName*, *Email*, and *DisplayName* of its **PrincipalInfo** fields (section [2.2.4.2](#Section_8120e91e53cd4fe5bfbff0072c4f85a0)) is included when it is added to the list of principals (1) on the site collection.

###### ResolvePrincipalsSoapOut

The **ResolvePrincipalsSoapOut** message is the response message for a **ResolvePrincipals** operation (section [3.1.4.1](#Section_9b7d21fd7d5e4a0aa70f1cc4e48c58d5)).

The SOAP body contains a **ResolvePrincipalsResponse** element. The value of this element MUST be the list of principals (1) that match the criteria specified in the request uniquely or partially.

##### Elements

The following table summarizes the [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) element definitions that are specific to this operation.

| Element | Description |
| --- | --- |
| **ResolvePrincipals** | Body of the **ResolvePrincipalsSoapIn** message. |
| **ResolvePrincipalsResponse** | Body of the **ResolvePrincipalsSoapOut** message. |

###### ResolvePrincipals

The **ResolvePrincipals** element provides the input data for a **ResolvePrincipals** operation.

1. <s:element name="ResolvePrincipals">
2. <s:complexType>
3. <s:sequence>
4. <s:element name="principalKeys" type="tns:ArrayOfString" minOccurs="0" maxOccurs="1"/>
5. <s:element name="principalType" type="tns:SPPrincipalType" minOccurs="1" maxOccurs="1"/>
6. <s:element name="addToUserInfoList" type="s:boolean" minOccurs="1" maxOccurs="1"/>
7. </s:sequence>
8. </s:complexType>
9. </s:element>

**principalKeys:** The list of keys used to match the principals (1). The key SHOULD be the user name or e-mail, or the display name of the principal (1).

**principalType:** The principal (1) type. This value MUST be one of the **SPPrincipalType** values (section [2.2.5.1](#Section_00a4d867e2eb47c1bcc54ecb45485e2e)).

**addToUserInfoList:** A Boolean that specifies whether the principal (1) MUST be added to the user's site collection if it is uniquely identified and it does not already exist in the user's site collection. If this element is set to **true**, the principal (1) MUST be added to the user's site collection if it is uniquely identified and it does not already exist in the user's site collection.[<3>](#Appendix_A_3" \o "Product behavior note 3) If this element is set to **false**, the user MUST NOT be added to the site collection list of users.

###### ResolvePrincipalsResponse

The ResolvePrincipalsResponse element provides the result data for a **ResolvePrincipals** operation.

1. <s:element name="ResolvePrincipalsResponse">
2. <s:complexType>
3. <s:sequence>
4. <s:element name="ResolvePrincipalsResult" type="tns:ArrayOfPrincipalInfo" minOccurs="0" maxOccurs="1"/>
5. </s:sequence>
6. </s:complexType>
7. </s:element>

**ResolvePrincipalsResult:** The result data for a **ResolvePrincipals** operation. This element's value MUST be the list of **PrincipalInfo** complex types (section [2.2.4.2](#Section_8120e91e53cd4fe5bfbff0072c4f85a0)) that match the criteria specified in the request uniquely or partially. The number of **PrincipalInfo** complex types (section 2.2.4.2) returned MUST be equal to the number of keys provided as input. This element MUST be present.

Each **PrincipalInfo** complex type (section 2.2.4.2) returned MUST have the following fields:

* **AccountName:** If **IsResolved** is set to **true**, the value of this element MUST be the resolved account name. If **IsResolved** is set to **false**, the value MUST be the key provided as input for **ResolvePrincipals** (section [3.1.4.1](#Section_9b7d21fd7d5e4a0aa70f1cc4e48c58d5)) operation.
* **UserInfoID:** This value MUST be greater than or equal to zero if the user is already a member of the site collection. If the user cannot be resolved, the value MUST be -1. The value of this parameter MUST NOT be less than -1.
* **IsResolved:** This value MUST be set to **true** if the principal (1) is uniquely identified in the site collection list of principals (1). Otherwise, it MUST be set to **false**. If **IsResolved** is set to **FALSE**, the value of **UserInfoID**MUST be -1**.**
* **MoreMatches:** If **IsResolved** is set to **true**, this element MUST be NULL. If **IsResolved** is set to **FALSE**, this element contains the list of principals (1) that partially match the input criteria. The list can be empty if there are no partially matching principals (1). This list MUST contain no more than 10 principals (1), even if there are more than 10 principals (1) that partially satisfy the criteria.
* **PrincipalType:** If **IsResolved** is set to **true**, this value MUST NOT be set to All. If **IsResolved** is set to **false**, this value is the **PrincipalType** provided as input for **ResolvePrincipals** operation (section 3.1.4.1).
* **DisplayName:** If **IsResolved** is set to **false**, this element MUST be NULL. If **IsResolved** is set to **true**, this element can be NULL, empty, or contain the resolved principal's (1) **DisplayName** field.
* **Title:** If **IsResolved** is set to **false**, this element MUST be NULL. If **IsResolved** is set to **true**, this element can be NULL, empty, or contain the resolved principal’s (1) **Title** field.
* **Department:** If **IsResolved** is set to **false**, this element MUST be NULL. If **IsResolved** is set to **true**, this element can be NULL, empty, or contain the resolved principal’s (1) **Department** field.
* **Email:** If **IsResolved** is set to **false**, this element MUST be NULL. If **IsResolved** is set to **true**, this element can be NULL, empty, or contain the resolved principal’s (1) **Email** field.

##### Complex Types

The following table summarizes the XML schema complex type definitions that are specific to this operation.

| Complex type | Description |
| --- | --- |
| **ArrayOfString** | Array of string elements used to specify the list of principals. |

###### ArrayOfString

This complex type contains an array of string elements. It is used to specify the list of principals (1) in the **ResolvePrincipals** operation.

1. <s:complexType name="ArrayOfString">
2. <s:sequence>
3. <s:element name="string" type="s:string" nillable="true" minOccurs="0" maxOccurs="unbounded"/>
4. </s:sequence>
5. </s:complexType>

**string:** A key used to match a principal (1).

##### Simple Types

None.

##### Attributes

None.

##### Groups

None.

##### Attribute Groups

None.

#### SearchPrincipals

The **SearchPrincipals** operation finds the principals (1) matching the specified search criteria and the principal (1) type. The protocol client MUST specify the upper limit for the number of uniquely or partially matched principals (1) returned by this operation.

1. <wsdl:operation name="SearchPrincipals">
2. <wsdl:input message="tns:SearchPrincipalsSoapIn" />
3. <wsdl:output message="tns:SearchPrincipalsSoapOut" />
4. </wsdl:operation>

The protocol client sends a **SearchPrincipalsSoapIn** request message, and the protocol server responds with a **SearchPrincipalsSoapOut** response message, as follows:

1. The caller of this operation MUST specify search criteria, a search text (which can be any string), a principal (1) type, and the upper limit for the number of uniquely or partially matched principals (1).
2. This operation MUST return the principals (1) that match the criteria specified in the request uniquely or partially up to the specified limit. Unique match means there is a unique principal whose name, display name, e-mail address, or [**Session Initiation Protocol (SIP) address**](#gt_05086d2c-cef1-4dfc-9e4a-5c29309b140e) exactly matches the input (case-insensitive). Partial match means one of those fields starts with the input.

This operation MUST return a SOAP Fault element if the search text is NULL.

If the user does not have permission to browse for principals (1) this operation MUST return an HTTP status code of 403 if using [**forms authentication**](#gt_16d67a68-6ca9-4e79-8d01-7d105a884ae4).[<4>](#Appendix_A_4" \o "Product behavior note 4)

##### Messages

The following table summarizes the set of [**WSDL**](#gt_5a824664-0858-4b09-b852-83baf4584efa) message definitions that are specific to this operation.

| Message | Description |
| --- | --- |
| **SearchPrincipalsSoapIn** | A request to initiate a **SearchPrincipals** operation on the protocol server. |
| **SearchPrincipalsSoapOut** | A response from the protocol server at completion of the **SearchPrincipals** operation. |

###### SearchPrincipalsSoapIn

The **SearchPrincipalsSoapIn** message is therequest message for a **SearchPrincipals** (section [3.1.4.2](#Section_3f9aafeb2702477f94677c6eaf430fad)) operation.

The SOAP action value of the message is defined as follows:

1. http://schemas.microsoft.com/sharepoint/soap/SearchPrincipals

The SOAP body contains a **SearchPrincipals** element. This message MUST contain the search criteria, a principal (1) type, and the upper limit for the number of uniquely or partially matched principals (1).

###### SearchPrincipalsSoapOut

The **SearchPrincipalsSoapOut** message is the response message for a **SearchPrincipals** (section [3.1.4.2](#Section_3f9aafeb2702477f94677c6eaf430fad)) operation.

The SOAP body contains a **SearchPrincipalsResponse** (section [3.1.4.2.2.2](#Section_ba47730ede9d40cc8e65f097a5a380ba)) element. The value of this element MUST be the list of principals (1) that match the criteria specified in the request uniquely or partially. Unique match means there is a unique principal whose name, display name, e-mail address, or [**Session Initiation Protocol (SIP) address**](#gt_05086d2c-cef1-4dfc-9e4a-5c29309b140e) exactly matches the input (case-insensitive). Partial match means one of those fields starts with the input.

##### Elements

The following table summarizes the [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) element definitions that are specific to this operation.

| Element | Description |
| --- | --- |
| **SearchPrincipals** | Body of the **SearchPrincipalsSoapIn** message. |
| **SearchPrincipalsResponse** | Body of the **SearchPrincipalsSoapOut** message. |

###### SearchPrincipals

The **SearchPrincipals** element provides the input data for a **SearchPrincipals** (section [3.1.4.2](#Section_3f9aafeb2702477f94677c6eaf430fad)) operation.

1. <s:element name="SearchPrincipals">
2. <s:complexType>
3. <s:sequence>
4. <s:element name="searchText" type="s:string" minOccurs="0" maxOccurs="1"/>
5. <s:element name="maxResults" type="s:int" minOccurs="1" maxOccurs="1"/>
6. <s:element name="principalType" type="tns:SPPrincipalType" minOccurs="1" maxOccurs="1" />
7. </s:sequence>
8. </s:complexType>
9. </s:element>

**searchText:** The search string used to find the principals (1). The *searchText* and the *principalType* together comprise the search criteria.

**maxResults:** The maximum number of principals (1) that can be returned by this operation. If the value of this element is less than zero, an empty list of principals (1) MUST be returned.

**PrincipalType:** The type of principals (1) that need to be found. This element's value MUST be one of the **SPPrincipalType** (section [2.2.5.1](#Section_00a4d867e2eb47c1bcc54ecb45485e2e)) values.

###### SearchPrincipalsResponse

The **SearchPrincipalsResponse** element provides the result data for a **SearchPrincipals** operation.

1. <s:element name="SearchPrincipalsResponse">
2. <s:complexType>
3. <s:sequence>
4. <s:element name="SearchPrincipalsResult" type="tns:ArrayOfPrincipalInfo" minOccurs="0" maxOccurs="1"/>
5. </s:sequence>
6. </s:complexType>
7. </s:element>

**SearchPrincipalsResult:** The list of principals (1), in the format of [**PrincipalInfo**](#Section_8120e91e53cd4fe5bfbff0072c4f85a0) (section 2.2.4.2) complex types, which match the specified criteria in the request uniquely or partially. This element MUST be present.

Each **PrincipalInfo** (section 2.2.4.2) returned MUST have the following fields:

**UserInfoID:** This value MUST NOT be less than -1.

**IsResolved:** This value MUST be set to **true.**

**MoreMatches:** This value MUST be NULL.

**AccountName:** This value MUST NOT be NULL.

**PrincipalType:** This value MUST NOT be set to All.

**DisplayName:** This element can be NULL, empty, or contain the resolved principal’s (1) display name field.

**Title:** This element can be NULL, empty, or contain the resolved principal’s (1) title field.

**Department:** This element can be NULL, empty, or contain the resolved principal’s (1) department field.

**Email:** This element can be NULL, empty, or contain the resolved principal’s (1) **email** field.

##### Complex Types

None.

##### Simple Types

None.

##### Attributes

None.

##### Groups

None.

##### Attribute Groups

None.

#### IsClaimsMode

The **IsClaimsMode** operation is used to determine whether the claims service is used to search and resolve the principals (1).

1. <wsdl:operation name="IsClaimsMode">
2. <wsdl:input message="tns:IsClaimsModeSoapIn" />
3. <wsdl:output message="tns:IsClaimsModeSoapOut" />
4. </wsdl:operation>

The protocol client sends an **IsClaimsModeSoapIn** request message, and the protocol server responds with an **IsClaimsModeSoapOut** response message, as follows:

* the operation MUST return a Boolean value representing whether the web application is in claims mode.

##### Messages

The following table summarizes the set of [**WSDL**](#gt_5a824664-0858-4b09-b852-83baf4584efa) message definitions that are specific to this operation.

| Message | Description |
| --- | --- |
| **IsClaimsModeSoapIn** | A request to initiate an **IsClaimsMode** operation on the protocol server. |
| **IsClaimsModeSoapOut** | A response from the protocol server at completion of the **IsClaimsMode** operation. |

###### IsClaimsModeSoapIn

The **IsClaimsModeSoapIn** message is therequest message for an **IsClaimsMode** operation.

The SOAP action value of the message is defined as follows:

1. http://schemas.microsoft.com/sharepoint/soap/IsClaimsMode

The SOAP body contains an **IsClaimsMode** element.

###### IsClaimsModeSoapOut

The **IsClaimsModeSoapOut** message is the response message for an **IsClaimsMode** operation.

The SOAP body contains an **IsClaimsModeResponse** element. The value of this element MUST contain the claims mode result.

##### Elements

The following table summarizes the [**XML schema**](#gt_bd0ce6f9-c350-4900-827e-951265294067) element definitions that are specific to this operation.

| Element | Description |
| --- | --- |
| **IsClaimsMode** | Body of the **IsClaimsModeSoapIn** message. |
| **IsClaimsModeResponse** | Body of the **IsClaimsModeSoapOut** message. |

###### IsClaimsMode

The **IsClaimsMode** element provides the input data for an **IsClaimsMode** (section [3.1.4.2](#Section_3f9aafeb2702477f94677c6eaf430fad)) operation.

1. <s:element name="IsClaimsMode">
2. <s:complexType />
3. </s:element>

###### IsClaimsModeResponse

The **IsClaimsModeResponse** element provides the result data for an **IsClaimsMode** operation.

1. <s:element name="IsClaimsModeResponse">
2. <s:complexType>
3. <s:sequence>
4. <s:element minOccurs="1" maxOccurs="1" name="IsClaimsModeResult" type="s:boolean" />
5. </s:sequence>
6. </s:complexType>
7. </s:element>

**IsClaimsModeResult:** This value MUST NOT be NULL

##### Complex Types

None.

##### Simple Types

None.

##### Attributes

None.

##### Groups

None.

##### Attribute Groups

None.

### Timer Events

None.

### Other Local Events

None.

# Protocol Examples

The following subsections contain examples of usage of this protocol.

## Resolve Principals Knowing Their E-mail Addresses

In this scenario, the protocol client resolves a list of principals (1) knowing their e-mail addresses. The protocol client is interested in all types of principals (1) and it does not attempt to add them to the site collection list of users.

The protocol client issues a **ResolvePrincipals** request with the known e-mail addresses as principal keys, the principal (1) type set to ALL and the *addToUserInfoList* parameter set to **false**. The protocol client sends the following WSDL message:

1. <?xml version="1.0" encoding="utf-8"?>
2. <soap:Envelope xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"
3. xmlns:xsd="http://www.w3.org/2001/XMLSchema"
4. xmlns:soap="http://schemas.xmlsoap.org/soap/envelope/">
5. <soap:Body>
6. <ResolvePrincipals xmlns="http://schemas.microsoft.com/sharepoint/soap/">
7. <principalKeys>
8. <string>ben@contoso.com</string>
9. <string>doesnotexist@contoso.com</string>
10. </principalKeys>
11. <principalType>All</principalType>
12. <addToUserInfoList>false</addToUserInfoList>
13. </ResolvePrincipals>
14. </soap:Body>
15. </soap:Envelope>

The protocol server then responds with the following:

1. <?xml version="1.0" encoding="utf-8" ?>
2. <soap:Envelope xmlns:soap="http://schemas.xmlsoap.org/soap/envelope/" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xmlns:xsd="http://www.w3.org/2001/XMLSchema">
3. <soap:Body>
4. <ResolvePrincipalsResponse xmlns="http://schemas.microsoft.com/sharepoint/soap/">
5. <ResolvePrincipalsResult>
6. <PrincipalInfo>
7. <AccountName>MYDOMAIN\account1</AccountName>
8. <UserInfoID>1</UserInfoID>
9. <DisplayName>Ben Smith</DisplayName>
10. <Email>ben@contoso.com</Email>
11. <Department>Marketing</Department>
12. <Title/>
13. <IsResolved>true</IsResolved>
14. <PrincipalType>User</PrincipalType>
15. </PrincipalInfo>
16. <PrincipalInfo>
17. <AccountName>doesnotexist@contoso.com</AccountName>
18. <UserInfoID>-1</UserInfoID>
19. <IsResolved>false</IsResolved>
20. <MoreMatches />
21. <PrincipalType>All</PrincipalType>
22. </PrincipalInfo>
23. </ResolvePrincipalsResult>
24. </ResolvePrincipalsResponse>
25. </soap:Body>
26. </soap:Envelope>

The protocol client searches the returned array with information about the principals (1) and checks whether they were resolved.

## Search for Principals Knowing the E-mail Address

In this scenario, the protocol client searches for a maximum of 15 principals (1) that have an e-mail address containing "marketing." The protocol client is interested in all types of principals (1).

The protocol client issues a **SearchPrincipals** request with the e-mail prefix of "marketing" as the searchText, the principal (1) type set to ALL, and 15 as the maximum value of principals (1) to return. The protocol client sends the following WSDL message:

1. <?xml version="1.0" encoding="utf-8"?>
2. <soap:Envelope xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"
3. xmlns:xsd="http://www.w3.org/2001/XMLSchema"
4. xmlns:soap="http://schemas.xmlsoap.org/soap/envelope/">
5. <soap:Body>
6. <SearchPrincipals xmlns="http://schemas.microsoft.com/sharepoint/soap/">
7. <searchText>marketing</searchText>
8. <maxResults>15</maxResults>
9. <principalType>All</principalType>
10. </SearchPrincipals>
11. </soap:Body>
12. </soap:Envelope>

The protocol server then responds with the following:

1. <?xml version="1.0" encoding="utf-8" ?>
2. <soap:Envelope xmlns:soap="http://schemas.xmlsoap.org/soap/envelope/" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xmlns:xsd="http://www.w3.org/2001/XMLSchema">
3. <soap:Body>
4. <SearchPrincipalsResponse xmlns="http://schemas.microsoft.com/sharepoint/soap/">
5. <SearchPrincipalsResult>
6. <PrincipalInfo>
7. <AccountName>MYDOMAIN\account2</AccountName>
8. <UserInfoID>-1</UserInfoID>
9. <DisplayName>Marketing - West</DisplayName>
10. <Email>marketing-west@contoso.com</Email>
11. <Department>Marketing</Department>
12. <Title />
13. <IsResolved>true</IsResolved>
14. <PrincipalType>User</PrincipalType>
15. </PrincipalInfo>
16. <PrincipalInfo>
17. <AccountName>MYDOMAIN\account3</AccountName>
18. <UserInfoID>-1</UserInfoID>
19. <DisplayName>Marketing Communication List</DisplayName>
20. <Email>mcl@contoso.com</Email>
21. <Department />
22. <IsResolved>true</IsResolved>
23. <PrincipalType>DistributionList</PrincipalType>
24. </PrincipalInfo>
25. </SearchPrincipalsResult>
26. </SearchPrincipalsResponse>
27. </soap:Body>
28. </soap:Envelope>

The returned array contains no more than 15 principals (1) that match "marketing." Because the client in this scenario is searching exclusively for principals (1) that have an e-mail address containing "marketing," the client will perform additional processing on the array to further limit the results.

## Check Whether in Claims Mode

In this scenario, the protocol client determines whether the claims service is used for the **ResolvePrincipals** and **SearchPrincipals** operations. The protocol client sends the following WSDL message:

1. <?xml version="1.0" encoding="utf-8"?>
2. <soap:Envelope xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xmlns:xsd="http://www.w3.org/2001/XMLSchema" xmlns:soap="http://schemas.xmlsoap.org/soap/envelope/">
3. <soap:Body>
4. <IsClaimsMode xmlns="http://schemas.microsoft.com/sharepoint/soap/">
5. </IsClaimsMode>
6. </soap:Body>
7. </soap:Envelope>

The protocol server then responds with the following:

1. <?xml version="1.0" encoding="utf-8" ?>
2. <soap:Envelope xmlns:soap="http://schemas.xmlsoap.org/soap/envelope/" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xmlns:xsd="http://www.w3.org/2001/XMLSchema">
3. <soap:Body>
4. <IsClaimsModeResponse xmlns="http://schemas.microsoft.com/sharepoint/soap/">
5. <IsClaimsModeResult>false</IsClaimsModeResult>
6. </IsClaimsModeResponse>
7. </soap:Body>
8. </soap:Envelope>

# Security

## Security Considerations for Implementers

None.

## Index of Security Parameters

None.

# Appendix A: Full WSDL

For ease of implementation, the full WSDL and schema are provided in this appendix.

1. <?xml version="1.0" encoding="utf-8"?>
2. <wsdl:definitions xmlns:soap="http://schemas.xmlsoap.org/wsdl/soap/"
3. xmlns:tm="http://microsoft.com/wsdl/mime/textMatching/"
4. xmlns:soapenc="http://schemas.xmlsoap.org/soap/encoding/"
5. xmlns:mime="http://schemas.xmlsoap.org/wsdl/mime/"
6. xmlns:tns="http://schemas.microsoft.com/sharepoint/soap/"
7. xmlns:s="http://www.w3.org/2001/XMLSchema"
8. xmlns:soap12="http://schemas.xmlsoap.org/wsdl/soap12/"
9. xmlns:http="http://schemas.xmlsoap.org/wsdl/http/"
10. targetNamespace="http://schemas.microsoft.com/sharepoint/soap/"
11. xmlns:wsdl="http://schemas.xmlsoap.org/wsdl/">
12. <wsdl:types>
13. <s:schema elementFormDefault="qualified" targetNamespace="http://schemas.microsoft.com/sharepoint/soap/">
14. <s:element name="IsClaimsMode">
15. <s:complexType />
16. </s:element>
17. <s:element name="IsClaimsModeResponse">
18. <s:complexType>
19. <s:sequence>
20. <s:element minOccurs="1" maxOccurs="1" name="IsClaimsModeResult" type="s:boolean" />
21. </s:sequence>
22. </s:complexType>
23. </s:element>
24. <s:element name="ResolvePrincipals">
25. <s:complexType>
26. <s:sequence>
27. <s:element minOccurs="0" maxOccurs="1" name="principalKeys" type="tns:ArrayOfString" />
28. <s:element minOccurs="1" maxOccurs="1" name="principalType" type="tns:SPPrincipalType" />
29. <s:element minOccurs="1" maxOccurs="1" name="addToUserInfoList" type="s:boolean" />
30. </s:sequence>
31. </s:complexType>
32. </s:element>
33. <s:complexType name="ArrayOfString">
34. <s:sequence>
35. <s:element minOccurs="0" maxOccurs="unbounded" name="string" nillable="true" type="s:string" />
36. </s:sequence>
37. </s:complexType>
38. <s:simpleType name="SPPrincipalType">
39. <s:list>
40. <s:simpleType>
41. <s:restriction base="s:string">
42. <s:enumeration value="None" />
43. <s:enumeration value="User" />
44. <s:enumeration value="DistributionList" />
45. <s:enumeration value="SecurityGroup" />
46. <s:enumeration value="SharePointGroup" />
47. <s:enumeration value="All" />
48. </s:restriction>
49. </s:simpleType>
50. </s:list>
51. </s:simpleType>
52. <s:element name="ResolvePrincipalsResponse">
53. <s:complexType>
54. <s:sequence>
55. <s:element minOccurs="0" maxOccurs="1" name="ResolvePrincipalsResult" type="tns:ArrayOfPrincipalInfo" />
56. </s:sequence>
57. </s:complexType>
58. </s:element>
59. <s:complexType name="ArrayOfPrincipalInfo">
60. <s:sequence>
61. <s:element minOccurs="0" maxOccurs="unbounded" name="PrincipalInfo" type="tns:PrincipalInfo" />
62. </s:sequence>
63. </s:complexType>
64. <s:complexType name="PrincipalInfo">
65. <s:sequence>
66. <s:element minOccurs="0" maxOccurs="1" name="AccountName" type="s:string" />
67. <s:element minOccurs="1" maxOccurs="1" name="UserInfoID" type="s:int" />
68. <s:element minOccurs="0" maxOccurs="1" name="DisplayName" type="s:string" />
69. <s:element minOccurs="0" maxOccurs="1" name="Email" type="s:string" />
70. <s:element minOccurs="0" maxOccurs="1" name="Department" type="s:string" />
71. <s:element minOccurs="0" maxOccurs="1" name="Title" type="s:string" />
72. <s:element minOccurs="1" maxOccurs="1" name="IsResolved" type="s:boolean" />
73. <s:element minOccurs="0" maxOccurs="1" name="MoreMatches" type="tns:ArrayOfPrincipalInfo" />
74. <s:element minOccurs="1" maxOccurs="1" name="PrincipalType" type="tns:SPPrincipalType" />
75. </s:sequence>
76. </s:complexType>
77. <s:element name="SearchPrincipals">
78. <s:complexType>
79. <s:sequence>
80. <s:element minOccurs="0" maxOccurs="1" name="searchText" type="s:string" />
81. <s:element minOccurs="1" maxOccurs="1" name="maxResults" type="s:int" />
82. <s:element minOccurs="1" maxOccurs="1" name="principalType" type="tns:SPPrincipalType" />
83. </s:sequence>
84. </s:complexType>
85. </s:element>
86. <s:element name="SearchPrincipalsResponse">
87. <s:complexType>
88. <s:sequence>
89. <s:element minOccurs="0" maxOccurs="1" name="SearchPrincipalsResult" type="tns:ArrayOfPrincipalInfo" />
90. </s:sequence>
91. </s:complexType>
92. </s:element>
93. </s:schema>
94. </wsdl:types>
95. <wsdl:message name="IsClaimsModeSoapIn">
96. <wsdl:part name="parameters" element="tns:IsClaimsMode" />
97. </wsdl:message>
98. <wsdl:message name="IsClaimsModeSoapOut">
99. <wsdl:part name="parameters" element="tns:IsClaimsModeResponse" />
100. </wsdl:message>
101. <wsdl:message name="ResolvePrincipalsSoapIn">
102. <wsdl:part name="parameters" element="tns:ResolvePrincipals" />
103. </wsdl:message>
104. <wsdl:message name="ResolvePrincipalsSoapOut">
105. <wsdl:part name="parameters" element="tns:ResolvePrincipalsResponse" />
106. </wsdl:message>
107. <wsdl:message name="SearchPrincipalsSoapIn">
108. <wsdl:part name="parameters" element="tns:SearchPrincipals" />
109. </wsdl:message>
110. <wsdl:message name="SearchPrincipalsSoapOut">
111. <wsdl:part name="parameters" element="tns:SearchPrincipalsResponse" />
112. </wsdl:message>
113. <wsdl:portType name="PeopleSoap">
114. <wsdl:operation name="IsClaimsMode">
115. <wsdl:input message="tns:IsClaimsModeSoapIn" />
116. <wsdl:output message="tns:IsClaimsModeSoapOut" />
117. </wsdl:operation>
118. <wsdl:operation name="ResolvePrincipals">
119. <wsdl:input message="tns:ResolvePrincipalsSoapIn" />
120. <wsdl:output message="tns:ResolvePrincipalsSoapOut" />
121. </wsdl:operation>
122. <wsdl:operation name="SearchPrincipals">
123. <wsdl:input message="tns:SearchPrincipalsSoapIn" />
124. <wsdl:output message="tns:SearchPrincipalsSoapOut" />
125. </wsdl:operation>
126. </wsdl:portType>
127. <wsdl:binding name="PeopleSoap" type="tns:PeopleSoap">
128. <soap:binding transport="http://schemas.xmlsoap.org/soap/http" />
129. <wsdl:operation name="IsClaimsMode">
130. <soap:operation soapAction="http://schemas.microsoft.com/sharepoint/soap/IsClaimsMode" style="document" />
131. <wsdl:input>
132. <soap:body use="literal" />
133. </wsdl:input>
134. <wsdl:output>
135. <soap:body use="literal" />
136. </wsdl:output>
137. </wsdl:operation>
138. <wsdl:operation name="ResolvePrincipals">
139. <soap:operation soapAction="http://schemas.microsoft.com/sharepoint/soap/ResolvePrincipals" style="document" />
140. <wsdl:input>
141. <soap:body use="literal" />
142. </wsdl:input>
143. <wsdl:output>
144. <soap:body use="literal" />
145. </wsdl:output>
146. </wsdl:operation>
147. <wsdl:operation name="SearchPrincipals">
148. <soap:operation soapAction="http://schemas.microsoft.com/sharepoint/soap/SearchPrincipals" style="document" />
149. <wsdl:input>
150. <soap:body use="literal" />
151. </wsdl:input>
152. <wsdl:output>
153. <soap:body use="literal" />
154. </wsdl:output>
155. </wsdl:operation>
156. </wsdl:binding>
157. <wsdl:binding name="PeopleSoap12" type="tns:PeopleSoap">
158. <soap12:binding transport="http://schemas.xmlsoap.org/soap/http" />
159. <wsdl:operation name="IsClaimsMode">
160. <soap12:operation soapAction="http://schemas.microsoft.com/sharepoint/soap/IsClaimsMode" style="document" />
161. <wsdl:input>
162. <soap12:body use="literal" />
163. </wsdl:input>
164. <wsdl:output>
165. <soap12:body use="literal" />
166. </wsdl:output>
167. </wsdl:operation>
168. <wsdl:operation name="ResolvePrincipals">
169. <soap12:operation soapAction="http://schemas.microsoft.com/sharepoint/soap/ResolvePrincipals" style="document" />
170. <wsdl:input>
171. <soap12:body use="literal" />
172. </wsdl:input>
173. <wsdl:output>
174. <soap12:body use="literal" />
175. </wsdl:output>
176. </wsdl:operation>
177. <wsdl:operation name="SearchPrincipals">
178. <soap12:operation soapAction="http://schemas.microsoft.com/sharepoint/soap/SearchPrincipals" style="document" />
179. <wsdl:input>
180. <soap12:body use="literal" />
181. </wsdl:input>
182. <wsdl:output>
183. <soap12:body use="literal" />
184. </wsdl:output>
185. </wsdl:operation>
186. </wsdl:binding>
187. </wsdl:definitions>

# Appendix B: Product Behavior

The information in this specification is applicable to the following Microsoft products or supplemental software. References to product versions include updates to those products.

* The 2007 Microsoft Office system
* Microsoft Office 2010 suites
* Microsoft Office 2013
* Windows SharePoint Services 3.0
* Microsoft SharePoint Foundation 2010
* Microsoft SharePoint Foundation 2013
* Microsoft Office 2016
* Microsoft SharePoint Server 2016
* Microsoft Office 2019
* Microsoft SharePoint Server 2019
* Microsoft Office 2021
* Microsoft SharePoint Server Subscription Edition

Exceptions, if any, are noted in this section. If an update version, service pack or Knowledge Base (KB) number appears with a product name, the behavior changed in that update. The new behavior also applies to subsequent updates unless otherwise specified. If a product edition appears with the product version, behavior is different in that product edition.

Unless otherwise specified, any statement of optional behavior in this specification that is prescribed using the terms "SHOULD" or "SHOULD NOT" implies product behavior in accordance with the SHOULD or SHOULD NOT prescription. Unless otherwise specified, the term "MAY" implies that the product does not follow the prescription.

[<1> Section 2.2.4.2](#Appendix_A_Target_1): The login name is in the format: Domain\UserName for Microsoft Windows accounts. It is in the format Provider:UserName for a SharePoint membership account, where **Provider** is the name of the membership provider.

[<2> Section 3.1.4.1](#Appendix_A_Target_2): When using Windows authentication, if the user does not have permission to browse for principals (1) then this operation MUST return an HTTP status code of 401.

[<3> Section 3.1.4.1.2.1](#Appendix_A_Target_3): SharePoint Foundation 2010 and SharePoint Foundation 2013 do not add the principal to the site collection if it is of the type Distribution List.

[<4> Section 3.1.4.2](#Appendix_A_Target_4): If the user does not have permission to browse for principals (1) this operation MUST return an HTTP status code of 401 if using Windows authentication.

# Change Tracking

No table of changes is available. The document is either new or has had no changes since its last release.
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